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SAFETY PRECAUTIONS

All the following safety and operational instructions to prevent harm or injury to the operator(s) or

other persons should be read carefully before the unit is activated.

WARNING
® To prevent fire or shock hazard, avoid exposing this unit to rain or moisture.
° Do not block ventilation openings.
L] Do not place anything on top of the unit that might spill or fall into it.
o Do not attempt to service this unit yourself, as opening or removing covers may

expose you to dangerous voltage or other hazards. Please refer all servicing to

your distributor / retailer.

o Do not use liquid cleaners or aerosols for cleaning.
® To prevent fire or electric shock, do not overload wall outlets or extension cord.
L] This unit must be grounded to reduce the risk of electric shocks.




1. PRODUCT FEATURES

1.1 Product Instructions
The VE-3500 ipx video server is a user-friendly device. It provides stable, reliable and convenient
network surveillance. It safely downloads automatic video Codec and other components, and lets

you very easily set up the control settings.

The user can access the network to get smooth images in the live mode through the real-time and
synchronized audio/ visual stream provided by the device. The ipxserv has a built-in Website
Server providing many Internet functions and protocols, including the MDIX protocol which
recognizes both the normal and crossover cables, either of which can connect up with a video

server.

The ipxserv also makes it easy for the user to get IP address information since this product
supports the USB interface which helps you get an IP address very easily. You can just open the IE

Browser, then type in the device's IP address to the Browser to access this device.

The ipxserv uses the Motion-JPEG compression mode to get good images. You can save any
important images in your device via an SD memory card or a remote client PC. This device can be
connected to an Analog camera, which can't be remotely surveillance except by using this product.
We believe this unit is the right answer to your Network surveillance problems. You will find it

indispensable.

1.2 Product Features

Real-time synchronization of the video and audio functions.

Supports the Motion-JPEG/ MPEG4 (dual mode) compression mode.

The installation of a Codec or execution file is not necessary. The ipxserv will automatically
send the Codec or any component to a PC if the latter requires it.

Built-in Website Server and network connection.
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Built-in SD card slot for copying image to SD card.

Supports multi-zones motion detection for each channel.

Supports 10 users with 3 levels with authority.

Supports encryption to warn you if your images have been tampered with.

See live images in any network - connected PC.

Operation-status record log.

Audio function included.

Supports the MDIX protocol that recognizes both the normal and crossover cables, either of

which can connect up with a video server.

Provides 1-channel video - in to connect an Analog camera.

General

Image compression:
Power supply:

Power consumption:
Operation temperature:
Storage temperature:
Operations humidity:
Weight:

Video signal

Video input x 1:

Video output level:

Video output frequency:
Video output burst level:
Compression resolution:

Video Fine Tune

Audio signal

Number of tracks:
Audio compression:
Audio input:

Audio output:

Network Audio Stream

1.3 Technical Specifications

M-JPEG / MPEG4 (dual mode)
DC 12V, 200mA

25W

0°C to 50C (32°F to 122°F)
-20°C to 60°C(-4°F to 140°F)
30% to 80 %

Approx. --- kg

1.0Vp-p, 75 ohms (BNC unbalanced)

AGC Range: 0.5 ~ 2.0Vpp

Chrominance: 0.286Vpp, +/- 2db

Color sub-carrier lock range: +/- 200H
1.0Vpp +/-10%, 75 Q, composite, negative (BNC unbalanced)
-3dB +/-1dB at 3.58 MHz

286mv (NTSC), 300mv(PAL) +/- 10 %

FULL D1: 720 x 480(NTSC), 720 x 576(PAL)
HALF D1: 720 x 240(NTSC), 720 x 288(PAL)
CIF: 352 x 240(NTSC), 352 x 288(PAL)
Contrast, Brightness, Hue, Saturation

1 Channel

8 kHz sampling, p-law

4.7k ohms, 2.6Vp-p, RCA

1kQ, 2.6Vp-p, 100~2k Hz, RCA
Available



Compression
Resolution:

MJPEG Watermark:
MPEG4 Quality:

Network & Serial ports

MJPEG Performance:
MJPEG Picture size:

MPEG4 Frame rate:

Full D1, Half D1, CIF
Up to 30(25) FPS
4~64 KB

Digital Signature

5 Levels and Customized bit-rate (from 64 Kbps to 8 Mbps)

30(25)/ 24/ 15/ 10/ 5 FPS

o Network interface: Ethernet (RJ-45, 10/100M) and MDIX supported
(] Network protocol: TCP/IP, DHCP, HTTP, FTP, SMTP, SNTP, DDNS, UPnP, PPPoE
° IP Filter: 7 policies to deny or allow

° Remote Access software: Microsoft Internet Explorer or Client software

(] Network API: Supported with SDK & HTTP-API

o Network throughout: 2.0 M Byte/Sec

L] Web server access: 8 simultaneous users

° Serial port: RS-485

° USB: USB Slave 1.1

[ USB Download rate: < 1MBytes

Alarm And 10

o Alarm In: 1 input, Hi = 5V, Lo = 0 V (Configurable)

[} Alarm Out x 1: 1 output, Hi =5V, Lo =0V (20mA)

° Alarm Reset x 1: 1 reset, Hi =5V, Lo =0V (Active)

° Alarm Notice: GPIO output and SD, FTP, SMTP recording
Display

[ ] Display Format at Local: Full

° Display Format at Client:  Full

° Display Refresh Rate: 60(50) fps

Feature

° Builtin RTC: Yes

o Software Upgrade: SD Card, USB, HTTP or FTP

[ Motion Detection: 96 independent blocks with 5 levels sensitivities
° Security: 10 users with 3 level authorities

° Time Stamp: Date/ Time/ Location

[ Regulation: CE, FCC, RoHS

Compatible Devices
° SD Card:

32MB ~ 4 GB (SDHC Support)
Panasonic/PQl/Hagiwara/Transcend/SanDisk
° Media File Format:  JPEG Snapshot/AVI File
MTBE

L] Main : 135,000 Hr




2. DESCRIPTION OF THE FRONT/REAR VIEW

2.1 Front Panel

1CH Video Server

NETWORK i
EC] = “ [ T T ] H %D%
Act 10/100M Reset SD CARD USB

@ @ ©® @ ®
1. Actindicator:

Indicates the network status of the unit. The green light indicates the network is activating.
2. 10/100M indicator:

The green light indicates the network data are transmitting.
3. Reset button:

Recover to factory default.
4. SD CARD Slot:

This is used for system software updating and archiving / accessing critical images.
5. 5pin MINI B Port:

The user can use a USB device cable to connect the ipxserv to the USB port on the PC.



2.2 Rear Panel

—
G i il |
@ UL
DE(EOEQEOE0E(E0E( o
E_o_ & B8
DC12V L vipgo — ETHERNET ~t55a8E=25 &
I —

@ @ ® @

1. DCjack: The inlet connects to an external power supply. Connect with the 12V DC
TUV-approved Power Supply; or connect with the UL Listed Class 2 Power Supply or
ITE power supply marked ‘LPS’ or its equivalent.

2. Video in connector: The BNC connector is used to connect to the video output from
the camera. 1 camera can be connected to the connector.
Video out connector: This BNC connector provides a video signal to the main monitor.

3.  ETHERNET 10/100 Connector: This is a standard RJ-45 connector for 10/100 Mbps
Ethernet networks. Supports MDI/MDIX.

4.  ALARM I/O: This is an 8-PIN connector including the ALARM IN/OUT, ALARM RESET,
GROUND, Audio infout and RESERVED items for connecting with external devices.

® RS485 pin: D-

® RS485 pin: D+

® ALARM IN (INPUT): This is an alarm input which can be programmed in the menu

system to Normally Open or Normally Closed. (_l— -------- OV(Active) )
® ALARM OUT 1(OUTPUT): This is an alarm- utput trigger. Connect this to external

devices such as buzzers or lights. (_l—

- owActwe))

® ALARM RESET (INPUT) This pin connects to an alarm-clear device for clearing an
alarm, (L= v

® GND: Ground Contact.

® RST: Reset

® AUDIO IN Connector: The connector is used to connect the audio output from a camera
or other devices.

® AUDIO OUT Connector: The connector provides the unit’s audio signal to a speaker or

stereo.



2.3 The USB function

By connecting the ipxserv with a PC via the USB connector, the Video Server can provide

different functions.

1. Insert an SD card: As a card reader.
Insert an SD card into the Video Server, then connect to the PC. You might transfer files
between the SD card and the PC. Once you've connected your Video Server to your computer,
the Windows system will detect the connection and ask you what you want to do with your SD
card.
In another words, if the user connects the Video Server with an SD card and the PC via the
USB connector, the Video Server can be used as a normal card reader.

2. As a configuring tool:

By connecting the Video Server with a PC via the USB connector, you can set the Network

and PPPoE functions of the Video Server directly by your PC.

USB Confignration v1.02 EE® USB Confignration v1.02 EHE,['E
Title ) C:004448) Title 100049 48)
DHCP [ DHCP =
1P Address ,_ ,_ J_ ]_ 1P Address ]T W ],— ]F /_ Network
Netrack ,7 ,— ’7 1— Netrack ,? ,? 1? Jui Settmg
Gakeway l_ ,— J_ ]— Gakeway ,T ,K ’1_‘ ]1—
oussever iz [sa L it onsserver iz i 1 1
HTTP Port EH HTTP Port B
PPPOE Enable [ - PPPOE Enable [ -
Account I Account I \_
Password [ Password [ PPPoOE
Mode Setting ¢~ o Mode Setting ¢~ (- e Setting
ESSID I ESSID I
Channel [ ] Channel [ =]
WEP Key r re 5 WEP Key £ Disable € o4 e
Defadtkey 1 Eo e Defaultkey 1 el
Keyl I Keyl I
Keyz | Key2 |
Key3 | Key3 |
Keyd I Keyd I
@ Apply(a) I Exit(E) ] @ Apply(a) I Exit(E) ]

DHCP ON DHCP OFF
NOTE: You can click the “Launch” button to link to the home page of the ipxserv.
WARNING: After changing the settings, please click the “Apply” button. All of the

options will be effective after removing the USB connector.



3. INSTALLATION

Please follow the instructions below to set up the system.

3.1 UPDATING SYSTEM SOFTWARE
If the system software of the ipxserv needs to be upgraded, please take the following steps to

safely process it.

Important: Before carrying out the following procedures, please ensure the SD card is

working and the file of the system firmware is intact

1. Format an SD card using the FAT16 format if it is unformatted; there are no limitations to an SD
card’s capacity.

2. Create a directory named “IPXSERV” in the SD card if it does not exist.

3. Copy the file of UPDATE.BIN to the IPXSERV-directory.

4. If the Video Server is running, please power it off first.

5. Insert the SD CARD into the Video Server.

6. Remove the Ethernet cable from the RJ-45 port and then power on the Video Server.

7. In5to 10 seconds, a message reading "UPDATE PROCESSING" will show up on the screen on
a blue background; if not, please check out steps 1 to 6 carefully or else inform your technical
support while ignoring the following steps.

8. DO NOT power off the Video Server while this update process is running until the message
"UPDATE OK RESET PLEASE" appears on the screen; it might take 15 to 30 seconds to
appear.

9. If the message "UPDATE NG RESET PLEASE" appears rather than "UPDATE OK RESET
PLEASE", please write down the error messages shown on the screen and inform your
technical support, while ignoring the following steps.

10. Power off the Video Server when this update process is finished, then remove the SD card from
the Video Server.

11. Reconnect the Ethernet cable to the RJ-45 port if necessary.

10



12. Power ON the Video Server and it will work normally if the entire update procedure goes

correctly.

13. Verify the version of the system software.

WARNING:

1. Don’t use FAT32 or NTFS or other file formats in step 1.

2. Steps 1to 3 haveto be done on aPC.

3. Make sure the file of UPDATE.BIN is a correct one in step 3, or the VIDEO SERVER will
not work normally after being updated.

4. If the power of the VIDEO SERVER is suddenly lost in step 8, please remove the SD card
first and turn on the VIDEO SERVER next to test its operation. If the VIDEO SERVER
remains working normally, please go back to step 4; otherwise, please inform your
technical support.

5. In step 10, if the SD card is not removed and the Video Server does not get online as well,
the updating process must be repeated again after rebooting the Video Server.

6. Make sure that the SD card is inserted in a correct position in step 5, or the Video Server
will suffer permanent physical damage.

7. If the message "CSUM ERROR" appears in step 8, it implies a problem in the file of
UPDATE.BIN.

8. Don't interrupt the process while the unit is updating itself; proceed with an SD card

not including any system software of the unit, or else the unit will crash.

11



3.2 Video Server SD card Troubleshooting

. Check if the SD card position is correct or not. Please refer to the manual for the related

information.

. After powering the Video Server on, correctly insert the SD card, and a little icon of "SD" will

show up in the upper-right corner of the monitor screen. If not, it means the device detection has

failed. Please contact your technical support and ignore the following steps.

. If no cross sign appears beside the "SD" icon, please go on to the next step. If a cross sign

appears, please check the following:
a. Is it really an SD "Memory" Card?
b. Is this SD card formatted in the FAT16 format?
c. Connect the SD card with a PC and test to see whether the PC can read the data or not.
d. Does this SD card still have the capacity for storing data?
e. Is the SD card set to write?
If all the answers are "yes" but the cross sign still persists, please contact your technical support

and ignore the following steps.

. Please make sure the function of "SD CARD ENABLE" is activated in the ALARM and

SCHEDULE pages if no cross sign appears beside the "SD" icon on the screen.

. After recording, read the data on the web page of "sdget.htm". If the data cannot be read through

the network, please read it instead in a PC, check the data stored in the "IPXSERV" directory

and contact your technical support regardless of whether there is data or not.

WARNING:

1.

4

Performing this troubleshooting process may need a monitor, a PC, a card reader and
some cables.
If the SD card is removed while storing or accessing data, the data will be lost.
If there is a cross sign beside the "SD" icon, it means the SD card has been inserted into
the Video Server but cannot perform its writing function. Possible reasons are:

a. Itis not an SD memory card.

b. The SD card is unformatted or formatted in a non-FAT16 or non-FAT12 format.

c. The file system is damaged.

d. The capacity of the SD card is full.

e. The SD card is set to be read only.

. Turn off the power before inserting the SD card. Otherwise the unit may shut down.

12



4. Network Configuration

4.1 Cable Connections
Please follow the instructions below to connect your ipxserv to a computer or a network and to

choose a proper RJ-45 cable configuration for connections.

Physical specifications of the RJ-45 cable for Ethernet

Wire Type Cat. 5 or above
Connector Type RJ-45

Max. Cable Length 100 m

Hub Wiring Configuration Straight through or Cross Over
PC Wiring Configuration Straight through or Cross Over

4.1.1 Connect to a computer

Use a cable to connect directly to a computer.

Normal or crossover cable

CROSSOVER CABLE I O Q p——{
A oeT [}
Doy viseo ETHERNET

RJ-45
TO PC LAN CARD

NOTE: When connecting the PC and the ipxserv, the PC and the Video Server must be

assigned IPs, which must be in the same class type as your network address.

13



4.1.2 Connect to a LAN Hub (INTRANET)

The RJ-45 PIN configuration for connecting with a LAN Hub is shown below.

TO NETWORK

RJ-45

Eelg gl
HUB

uplink

14



4.2 Configure Your Ipxserv Network Settings
Upon connecting with the network hardware, you need to activate the network function and

configure the proper network settings of the Video Server.

4.2.1 Enable DHCP Function
The user can use the USB function (refer to section 2.3) or the Internet Explorer (refer to section

5.1.3) to enable the DHCP function.

Metwork

O Peseoc

P

i 1P Address: ] ;

s Hatrnask; [2a8 . 255 252 . o |

oone Drefadt Gateway; [a92 ass . 1 . 284 |

PPPOE

Primary Nameserver: (192 . 168 . 1 . 11 |

upnp

— HTTE Port 80

Traffic

|_Submit
[ _image [ wetwork ] system [ apphcation | socud [ e [
vserver

This function can only work if the LAN, which the unit is connected to, has a DHCP server. If the
DHCP server is working, the Video Server will obtain an IP address automatically from the DHCP
server. In that case, please skip section 4.2.2 (Set IP address) and follow section 4.3 (TCP/IP

Communication Software).

4.2.2 Set Static IP Address

You need to set an IP address for the unit if the LAN unit can’t access a DHCP server. Otherwise,

please follow the instructions given below:

Set the IP, MASK and GATEWAY. The following is a sample setting.

IP: 192.168.1.X
MASK: 255.255.255.0
GATEWAY: 0.0.0.0

15



NOTE: When only one unit of the Video Server is connected to a computer or LAN, you
can freely assign an IP address for the Video Server. For example, there is a
range of Video Server IP addresses from 192.168.1.1 to 192.168.1.255. You can
pick one for use from the range of the IP. It's not necessary to set MASK and
GATEWAY; leave the settings as default.
When a Video Server is connected to a WAN, you must acquire a unique,
permanent IP address and correctly configure the MASK and GATEWAY settings
according to your network architecture. If you have any questions regarding

those settings, please consult a qualified MIS professional or your ISP.

NOTE: When connecting to a network, each connected Video Server must be assigned a
unique IP, which must be in the same class type as your network address. IP
addresses are written as four sets of numbers separated by periods; for example,
192.168.1.1 Therefore, if the connected network is identified as Class C, for
example, the first three sets of numbers of the Video Server IP address must be
the same as the network address. If the connected network is identified as Class
B, the first two sets of numbers of the Video Server IP address must be the same
as the network address. If you have any questions regarding these settings,

please consult a qualified MIS professional or your ISP.

16



4.3 TCP/IP Communication Software

Follow the procedure below to install the TCP/IP communication program in your computer.

Click the Start menu from your computer, and point to the Settings/Control Panel.

@ windows Update

E] FErograms L4
# | Faworites 4
{ﬁ Diocuments

E'H. Settings
@ Find 4
@ Help

2] Run...

trol Panel

Erinters

@Iaskbal & Stark Menu...

_&l Falder Optionz...
E{jactive Desktop

% Windows Update. ..

. Log Off Darlapang...

Shut Do

|& % T

e

Double click the Network icon to enter the windows.

Control Panel =] E3

File Edt View Go Favortes “
. . [ <) X A
Up Undo Dele Froperties
Address | Control Panel ﬂ
SN T
44 EJ
Pazgwards Pawer Printers Fegional
b anagement Sethings
AL,
~a —
Telephony zers WP Client -

«J

1 object(z) zelected

Configures netwc g by Computer

|

17



Click the Configuration tag, and check if the TCP/IP is included among the network
components list. If the TCP/IP is included, please process section 4.5. If it is not included, please

follow section 4.4 to install the TCP/IP.

Metwork EH

Canfiguration 1 Identification | Access Control |

The follawing hetwork companents are installed:
= Clignt for Microsoft Metworks

131 NE 2000 Compatible

% IF%/SPX-compatible Pratocal

4 NetBELI

Add, Remove ‘ Properties |

Frimary Metwork Logon:
|Chenl for Micrasoft Networks j

File and Print Sharing.

Description
TCPAP is the pratocol you uze to connect ta the Internet and
wide-area networks.

0k Cancel

4.4 TCP/IP Installation
[Hetwork_ 21|

Configuration | Identification | Access Cartrol

The following netwerk companents are instaled
Client for Microsoft Networks

NE2000 Compatible

IF4/SP-compatible Frotocal

NetBEU

- x|
Click the type of network component you want to install ,—h-
Primary Netwark Logon: Add
Client far Mictosoft Natwork,
ancel
Eile and Print Sharing..
LB 6 olect Network Protocol x|

Click the Network Protocol that you want to instal, then click OK. |f you have:
3 an installation disk for this device, click Have Disl

Manufacturers: Network Protosols:
Baryan 4 R Fast Infrared Protocol |
1%~ IF/5 ¥ compatible Protocel

%™ Microsoft 32.bit DLC

[ Microsoft DLC 5

Have Disk..
([ o ) coneel

6

During the installation, you will be requested to insert the Windows CD-ROM. After installation,

the PC may be restarted.
18



4.5 TCP/IP configuration setting

Click Start — Settings — Control Panel — Network.

Select TCP/IP, and then click Properties.

Before processing the Video Server installation in a WAN, please make sure the Internet

connection works properly. If not, please contact your ISP provider.

Network

Configuration I Ident\f\catinnl Access Contlol'

The fallowing netwark components are installed:

Client for Microzsoft Metworks
ME 2000 Compatible
IF=./5 P-compatible Protocol
NetBEL

 g——
s, | renee | Fopeies )
S
Primary Metwork Logon:
ICIient for Microsaft Metworks j
FEile and Print Sharing..

Description
TCP/P is the protocol you use to connect to the Intemet and
wide-area networks.

0K | Cancel

Bindings |  Advanced |  Nemios |
DNS Configuation | Gateway | WINS Configuration [P Address

TCP/IP Properties

An IP address can be automatically assigned to this computer,
If your network does not automatically assign IP addresses, ask.
your hetwork administrator for an address, and then type it in
the space below.

" Dbtain an IP address automatically
— Specify an IP address:

IP Address: 192.168. 1 . 2

St Mk

If you are using a DHCP server, please select Obtain an IP address automatically. Any

assigned IP address for the connected Video Servers must be in the same class type as the

server. If there is no DHCP server, please select specify an IP address and type in the IP

address of your PC. This IP address must be different from other network IP devices but in the

same class type.

NOTE: The IP address of a Video Server in a network must be unique to itself as opposed

to those of the other chosen PCs, but in the same class type.

19



4.6 Connection Testing

With the previous settings, follow the instructions below to ensure whether you have established

the connection successfully.

Click Start — Programs — MS-DOS Prompt

EjAccessmies L4
& Miciozoft Access

:E%Windnws Update % Microzoft Binder

2% Microsoft Excel
’_] Mew Office Document " Miciosaft Outlock
=1 Miciozoft PowerPaint
T Microzoft Word
M —
E Efigrrs 3 Wwindows Explarer

i] Favaritez 3
rﬁ LDiocuments 3
% Seltings 4
% Find

~u
- > Dpen Office Document

Type in ping 192.168.1.168, then enter. (See the sample screen below).

** This IP is the Video Server IP address that is assigned for the connected Video Server in step2.

T T e ey

T BE =1 Cl|oie] 25 S Al

MicrasaftiR} windows 95
{acopyright Micrasofe Corp 1941-1999.

Ci\WINDowEping 192, 165, 1,165

20



If you receive a response as in the sample screen below, the connection hasn’t been
successfully established. Please re-check all the hardware and software installations by
repeating steps 1 to 5. If you still can’t establish the connection after rechecking, please contact

your dealer.

B L e . =)
e s el

Microsefti{R} Windows 398
{CaCopyright Microsoft Corp 1981-1%99.

- veTeooe: ping 192.160.1.3663  Type Video Server IP address
Pinging192.160.1.168 with 32 bytes or oata:

DetTinATtion host unreachable.
[pestination host unreachable. I
DesTination host wnreachable.| COMMection error
IDestinaticn host wnreachable.

Ping STatistics for 192 1661166

Packets: Sent = 4, Recaived = 0, Lost = 4 {100% loss),
lapproxinate round trip times 0 mitli-seconds:
Minimum = On5, Haxinum = Oms, Average = Oms

o2 W WTNDOWE

If you receive a response as in the sample screen below, you have successfully made the

connection.

e ——— "V T
I e o = e s AT

MicrasofLiR) Windows 48
{C)Copyright Microsaft Corp 1921-1%949.
£ \WIHDO, Type Video Server IP address
PInging 192,165.1.1658 with 52 bytes ar pata:
Ee;ﬂ'g from 192.165.1.165 bytes=32 time<lOms TTL=123 connaction is

Y e B S catae o
eply Trom s sk VLRSS Time = L=
neply Trom 192,168.1.168 bytes=3? Time<lons TTL=123 successful

Ping statistics for 197.165.1.165

Packets: sent = 4, Received = 4, Lost = 0 (0% loss),
lIApproximate round trip times in milli-seconds:
Hinimum = Dms, Haximum = Oms, Average = (ms

5 WWENDOE =
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5. Operating Instructions for Image Software and Network

Two choices of software are available for linking with the Video Server: (1) the Microsoft Internet

Explorer; and (2) the IP Surveillance, a network browser in a PC which provides the functions of

monitoring remote zones or watching recorded data through the TCP/IP protocol. The details are

listed as follows.

RJ-45 PIN configuration for Ethernet

PIN NO. PIN Assignment RJ-45 socket
1. TX +
2. TX -
3. RX +
4. Not Connected 12345678
5. Not Connected
6. RX -
7. Not Connected
8. Not Connected
Physical specification for Ethernet
Wire type Cat. 5
Connector type RJ-45
Max. cable length 100 M
Hub wiring configuration Straight Through or Cross Over
PC wiring configuration Straight Through or Cross Over

Note: If you use a laptop to connect the Video Server, please set the Power schemes to the

“Home/office Desk” item to get the higher quality of surveillance.

1.

2.

Open the Control Panel by clicking Start — Control Panel.

Open the Display Properties by clicking Display — Display Properties.
Click the Screen Saver item.

Click the “Power” button.

Select “Home/office Desk” under the Power schemes item.
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51

Microsoft Internet Explorer

5.1.1 Connecting the ipxserv

1.

NOTE:
NOTE:

NOTE:

NOTE:

Start up the Microsoft Internet Explorer, and then follow the steps below to connect the
Video Server.

Click the URL block at the top of the window.

Enter the URL address of the Video Server into the URL block and press the “Enter”
button to enter the home page.

Scroll to the bottom of the page, with its six icons, "Image”, "Network", "System",
"Application", "SD card" and “Pan/Tilt". Whichever you click, the page headlined "Enter
Network Password" will appear.

Type in the "User Name" and "Password" in the appropriate spaces.

Click the “OK” button to set your entries, and automatically exit the page.

The default "User Name" and "Password" are root and admin respectively.

The page headlined "Enter Network Password” is shown below. Please enter the
user name and password of the Video Server when you see it. If either the user
name or the password is incorrect, please check the input data and rectify it if
necessary.

Once authorized successfully, it will not appear again until you close the window
and reconnect it.

The initial sequence of proceeding is to type in your IP address and click the "Enter"
button to access the home page. If and when you revise or change data in the "SYSTEM
USERS" page, the sequence will alter to initially show the "Enter Network Password"

page.

Connect to 192.168.0.92

METWORK

User name: | w |

Password: | |

[C]Remember my password

[ Ok ] [ Cancel
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Browsing images from the Video Server

The images from the Video Server will be displayed on the home page while going online with

the Video Server. Some buttons of the home page are provided for further setting.

Zoom: | 1x = SR | LR T S

-

TCR 00:02:25:28

o T I T T - e |ttt | Spviem | Aebester |_socwd | peviet

Homepage of MJPEG mode Homepage of MPEG4 mode

Click the Image button to enter the Image-setting page.

Click the Network button to enter the Network-setting page.

Click the System button to enter the System-setting page.

Click the Application button to enter the Application-setting page.

Click the SD card button to open the FILELIST of the MEMORY CARD window, if the SD
card is inserted.

Click the Pan/Tilt button to control the Pan/Tilt/Zoom settings.

Click the. | button to change the time/date display mode.

Click the "’-:E) button to switch high/low speed network.

Click the @ button to play the live audio. Click once again to deactivate.

Click the Q button to archive AVI videos into your PC. Click once again to deactivate.
In the recording mode, there will appear a red twinkling icon . in the upper-right hand
corner of the image. The AVI file will be saved in the path of c:\ .

Digital zoom function: Click the left mouse button on the video display area, and it will
show the zoom-in images. Double click the left mouse button to see the maximum size.
Click the right mouse button on the video display area, and it will show the zoom-out
images. Double click the right mouse button to come back to the normal size.

Zoom: | 1X ¥ Select form the drop-down list to see the normal size and 2X large size

images.
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5.1.2 Change Image Setting
Please follow the steps below to change the image setting through the network if necessary.

1. Click the Image button on the home page to enter the image-setting page.

sdoada | alaly | Loy gnd

Image

|

Fine Tune

Device Tie: | vserver

Resclution: 352%240 -
Quality ! High ~
Format: o=
OMPEG4
O Activel
TCR 00:02:26 TR
[ Submit |

Cl9)

| Image I Network | System | Application | SD Card | Pan/ Tilt |
vserver
2. Adjust the image setting including “Device Title”, “Resolution”, “Quality” and “Format” if
necessary.
3. Click the Submit button to submit the new image setting.
4. Click the Fine Tune button to enter the Image Fine Tune page to set the details of the

device including: “Brightness”, “Contrast’ and “Saturation”. Click the Default button to
reset the channel image settings.

NOTE: The revised image will appear immediately after any change in made.
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B B BT IO IO

Image Fine Tune

Brighmess: [l [3)

Contrast [ [

Hue: [<l120

SATLrAton: [c]amm  [>]ip~zss)

| Defaudt |
(Reset All Image Parameters)

ev
[ image | Wetwork | Gystem | [ socard [ pan/tin_|
vserver
5. Click the Home button to return to the home page while the new image setting acts on the

images to effect the desired changes instantly. (If the setting has not been changed by the
above steps, any (re)entry onto the home page will find images in their earlier or original
setting.)
Description of function keys:

Device Title: Type in the Video server title in the given space.

Channel Title: Type in the camera title in the given space.

Resolution: Scroll to choose the image resolution from “352*288” or “352*144” (PAL).

Quality: Scroll to choose the image quality out of a spectrum of qualities ranging from

“highest”, “high”, “medium”, and “low” to “lowest”.

Brightness: Enter your desired quality of image brightness from a spectrum of 0 to 255.

Contrast: Enter your desired quality of image contrast from a spectrum of 0 to 255.

Saturation: Type in the saturation level in the blank (0 to 255).

@: Back to the last page.

U: Reload the page.

@: Go to the next page.
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1.

5.1.3 Change the Network Setting

Please follow the steps below to change the network setting through the network if necessary.

Set the network options and IP address.

Click the Network button in the home page to enter the Network page.

Network
FTP
e 1P s
SNTP Netmask.: 255 . 255 . 252 . O
Defaui Gateway!
PPPOE
Primary Mameserver: 192 168 . 1 . 11
uPnP R
1P Filter HTTP Port: 80 |
Traffic
Image Network System Application | SD Card I Pan/ Tilt |
vserver
Microsoft Internet Explorer
' 1f yon modify any IP address ox HTTP Part of network ssting
I Please restart IE browser with new IF address or HTTE Port.
Awarning message will appear: If you modify any IP

address or HTTP Port of network setting. Please restart the |E browser with the new IP
address or HTTP Port. Click “OK” to continue.

The accessible networks here are the “FTP”, the “SMTP”, the “SNTP”, the “DDNS”, the
“PPPoE” and the “IP Filter”.

Fill in the “IP Address”, “Netmask”, “Default Gateway”, “Primary Nameserver”, and “HTTP
Port ” if necessary.

Click the Submit button to submit the new network setting.

Click the Home button to return to the home page.

27



Description of function keys:

IP Address: Enter the 4-byte IP Address in the appropriate blank space (the value in each
box may be anywhere between 0 and 255). Every Video Server has to own an IP address
to be identified on the network.

Netmask: Fill in the 4-byte Subnet Mask in the required blank spaces (usually any numbers
between 0 and 255). It is used to identify the subnet where the Video Server is sited.
Default Gateway: Type in the 4-byte Gateway in the relevant blank spaces (each unit value

must be between 0 and 255).

Primary Nameserver: Enter the 4-byte DNS Server Address in the blank spaces provided
(each value unit must be between 0 and 255). The DNS Server is in charge of translating
the Domain Name into the IP Address.

HTTP Port: Indicates the specific HTTP Port Number. The default is 80.

Submit: Click to submit the new network setting to the Video Server.
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L] Change the Network Setting — FTP

Please follow the steps below to change the FTP setting via the network if necessary to upload live
recording data.

1. Click the FTP button at top left to enter the “FTP Server Setting” page.

s | el | Keg |

FTP Server Setting

Network FTF Server: [102.168.1.1 |port: |21
> User Narme: T
SR Password: I
SNTP :
File Upload Path: Stmp
DDNS ==
i

uPnp
1P Filter
Traffic

FTP Application Setting
FTP Record

FTP Alarm

FTP Server Login

| ©u

| Image I Network | System IAppIicatiDnl SD Card | Pan/Tilt |

vserver

2. Type in the “FTP Server” address, the “User Name”, and the “Password” of the FTP Server; and
set the “Upload Path” of the image files when necessary.
3. Click the Submit button to submit the new FTP setting of the recording.

4. Click the Home button to return to the home page.

Description of function keys:
FTP IP Address: Enter the FTP server DOMAIN NAME in the appropriate blank spaces.
User Name: Fill in the FTP login user name in the attached blank space (if the data is not provided,
warning messages will show up).
Password: Type in the FTP login password in the attached blank space (if the space is blank,
warning messages will show up).
Upload Path: Enter the upload path while doing the FTP.

Submit: Click to submit the new FTP setting to the Video Server.
29



L] Change the Network Setting — SMTP.

Please follow the steps below to change the SMTP setting through the network if necessary.

1. Click the SMTP button at upper left above to enter the “SMTP Server Setting” page.

HEmER RHET e H 0T

SMTP Server Setting

Network [0 My Server Requires Authentication
FIP
N SMTP

Account Mame:

Password:

SNTP
DDNS Sendler:
PPPOE SMTP Server: 192.168.1.1
UEnE: Email Address: guest@localhost
1P Filter
Traffic

SMTP Application Setting

SMTP Alarm

| Image | Network | System IAppIicationl SD Card I Pan/ Tilt ‘

vserver |

2. Fill in the Sender name, DOMAIN NAME of the SMTP server, and set the recipient’'s e-mail
address if necessary.
3. Click the Submit button to submit the new SMTP setting.

4. Click the Home button to return to the home page.

Description of function keys:
SMTP Server: Enter the SMTP server DOMAIN NAME in the given blank space.
Email Address: The recipient’s e-mail address.

Submit: Click to submit the new SMTP setting to the Video Server.
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L] Change the Network Setting — SNTP

Please follow the steps below to change the SNTP setting through the network if necessary.

1. Click the SNTP button at upper left above to enter the “SNTP Server Setting” page.

s | Haly | Sus o]

SNTP Server Setting

Network SWTP Server: [192.168.1.6
2l Time Zone: GMT+08 Taipei,Hong Kong,Beijing +
SMIP
[ Automatically Adjust for Daylight Saving
° Time Changes.
DDNS
Submit
il
upnp
1P Filter
Traffic SNTP Date and Time
i GS)
| Image | Network | System I Application I SD Card | Pan/Tilt |
vserver
2. Enter the IP Address of the SNTP server, and choose one of the time zones as and when
necessary.

3. Click the Submit button to submit the new SNTP setting.

4. Click the Home button to return to the home page.

Description of function keys:
SNTP Server: Enter the SNTP server DOMAIN NAME in the blank space provided.
Time Zone: As we know, the globe is divided into various time zones. The user must enter his/her
time zone. If this is not done, the time given by the unit may be incorrect.

Submit: Click to submit the new SNTP setting to the Video Server.
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L] Change the Network Setting — DDNS

The “Network” page has, on its upper left, the “DDNS” icon. Please follow the steps below to change the
DDNS setting through the network if necessary.

1.  Click the DDNS button at upper left above to enter the “DDNS Setting” page.

HEmE N EHSIP N ILog 0T,

DDNS Setting

Network [¥IEnable DOMS Function:

kL DONS Type DynDNS v | Apply

SMTP
SNTP

DDNS Host Mame:

PPPoE DONS Password:
uPnp
1P Filter
Traffic
| @
| Image I Network | System IAppIicatiDnl SD Card | Pan/Tilt |

vserver

2. Click “Enable DDNS Function” to checkmark the attached box and activate the function.

3. Click "DDNS Type” to open the list of three DDNS modes to choose from: “DynDNS”, “hn”, and
“adsldns”. Click the “Apply” button and connect their website automatically and visit it. Type in your
dynamic IP Address and Email Address. If they are accepted by the website, you will get an Email
containing your DDNS Account and DDNS Password in your Email box.

4. Type in the “DDNS Host Name”, the “DDNS Account” and the “DDNS Password”.

5.  Click the Submit button to submit the new setting.

6. Click the Home button to return to the home page.

NOTE: Please refer to section 5.1.8 (PPPoE & DDNS) for more details.
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Description of function keys:

Enable DDNS Function: Checkmark to activate the function.

DDNS Type: Click to open the list of three DDNS modes to choose from: “DynDNS”, “hn”, and “adsldns”.
Click the “Apply” button and connect this website automatically and enter it. Type in your
dynamic IP Address and Email Address. If they are accepted by the website, you will get
an Email containing your DDNS Account and DDNS Password in your Email box.

DDNS Host Name: Type in your host name in the attached space.

DDNS Account: Enter it in the given space.

DDNS Password: Enter it in the required space.

Submit: Click to set.
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L] Change the Network Setting — PPPoE

The “Network” page has, on its upper left, the “PPPoE” icon. Please follow the steps below to change the
PPPoE setting through the network if necessary.

1. Click the PPPOE button at upper left above to enter the “PPPoE Setting” page.

HEMEN BH ETP VOO

PPPoE Setting

Network PPPoE is inactive.
FTP
SMTP o
PPPoE Mode; OFF |
SNTP el |
DDNS Account;
° Password:
upPnp
1P Filter
Traffic
All PPPoE setting takes effect after rebooting!
| ©0
| Image | Network | System I Application SD Card I Pan/ Tilt ‘

vserver |

2.  Click the “PPPoE mode” to activate the function.

3. Type in the PPPoE “Account” and the PPPoE “Password”.
4. Click the Submit button to submit the new setting.

5.  Click the Home button to return to the home page.

NOTE: Please refer to section 5.1.8 (PPPoE & DDNS) for more details.

Description of function keys:

PPPoE mode: Click your choices to enable the PPPoE function.
Account: Enter it in the given space.

Password: Enter it in the required space.

Submit: Click to set.
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L] Change the Network Setting —UPnP.

The “Network” page has, on its upper left, the “UPnP” icon. Please follow the steps below to change the
UPNP setting through the network if necessary.

1. Click the UPnP button at upper left above to enter the “Universal Plug and Play” page.

s | el | Keg |

Universal Plug and Play

Netwaork Enable UPHF
K5 Max Expired Age: 120 |Seconds (10 ~ 3800)
SMIP !
SSOP Port: 1900 | 4
it 19000 | Diefault: 1900
DDNS UPMP Port: |s678
PPPoE [ Enable UPAP Memory Card Access
Jueoe |
1P Fitter
Traffic
| Gl
| Image I Network | System I Application | SD Card | Pan/Tilt |

vserver

2. Click “Enable UPnP” to checkmark the attached box and activate the function.

3. Type in the UPnP “Max Expired Age”, the “SSDP Port” and the “UPnP Port”.

4. Click “Enable UPnP Memory Card Access” to checkmark the attached box and activate the
function.

5.  Click the Submit button to submit the new setting.

6. Click the Home button to return to the home page.

Description of function keys:

Max Expired Age: Enter it in the given space from a range of 10~3600.

SSDP Port: SSDP stands for Simple Service Discovery Protocol. SSDP searches for upstream Internet

gateways using UDP port 1900.

UPNP Port: Type in the UPnP Port in the attached space.

Submit: Click to set.
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L] Change the Network Setting — IP Filter

The “Network” page has, on its upper left, the “IP Filter” icon. Please follow the steps below to change the
IP Filter setting through the network if necessary.

1. Click the IP Filter button at upper left above to enter the “Network Setting” page.

1P Filter
MNetwork Enable IF Filter
K5 DefaLlt Policy: @ Mllow O Dery
T Palicy List: :
DDNS |
PPPoE Delete
uPnp
P Tilter [_awn_]
Traffic
Add /Modify Policy
ey ¥:[_ 0 . 8 . © . @
Henw £0 Set 1P Fiter?
| GlS)
| Image I Network | System I Application | SD Card | Pan/Tilt |

vserver

2. Click “Enable IP Filter” to checkmark the attached box and activate the function.

3.  Select the Default policy.

4. Set the Allow/Deny IP Filter policy and enter its IP address.

5.  After setting the policies, they will be shown on the Policy List. The user can use the “Up” or
“Down” to select a policy and use the “Delete” button to erase it.

6. Click the Submit button to submit the new setting.

7.  Click the Home button to return to the home page.

Note: The settings of the IP Filter must be correct or you may not able to operate the device regularly. In

case of the wrong setting of the IP Filter and you can’t access the device normally, please press the

“Default” button on the rear panel of the Video Server for back to the factory default setting.
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L] Change the Network Setting —Network Traffic.

The “Network” page has, on its upper left, the “Traffic” icon. Please follow the steps below to change the
UPnP setting through the network if necessary.

1. Click the Traffic button at upper left above to enter the “Network Traffic” page.

s | el | Keg |

Network Traffic

Network
Specify the maximum donwload /upload bandwidth per each
1B socket is a useful function when connecting your device to busy
SMTP or heavily loaded networks.
SNTP
DDNS Maxdmum Upload fi]_ |Kilo By'tes Per Second
PPPOE Bandwidth: (0~ 102400 )
UPRP Madmum Download 0 Kilo Bytes Per Second
Bandwidth: ~
1P Filter G 102400
o

* The value '0' means it will not monitor any traffic,

| ©u

| Image I Network | System IAppIicatiDnl SD Card | Pan/Tilt |

vserver

2. Type in the “Maximum Upload Bandwidth” and the “Maximum Download Bandwidth”.
3.  Click the Submit button to submit the new setting.

4. Click the Home button to return to the home page.

Description of function keys:

Maximum Upload Bandwidth: Enter it in the given space from a range of 0 to 102400.

Maximum Download Bandwidth: Enter it in the required space from a range of 0 to 102400.

Submit: Click to set.
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5.1.4 Change the System Setting
Please follow the steps below to change the date and time of the system setting through the network if
necessary.

L] Set the Date and Time of the system.

1. Click the System button in the home page to enter the “Date And Time” page (default).

HEmE ) BHEIPRIIo O]

Date and Time

N The Local Time
Timestamp Date: ! | Time:|
Users The Desired Time
Digital I;0 CSet Manually
Audio Mechanism Date: J /2 (MMDDAYYY)
RS485 Setting Time: 1 i (HH:MM:S5)
Upxlate O Synchronize with Computer Time
Events Date: Time: [0
O Synchronize with SNTP Server
SNTP Server: 192.168.1.6
Time Zone:
GMT+08 Taipei, Beijing, Chongquing, Urumgi, Hong Kong, Perth,
Singapore
Manual Frequency Every
Time Format: [MM-DD-¥¥yy
| ClS)
| Image I Network | System I Application | SD Card | Pan/Tilt |
vserver
2. Choose one of the three modes shown on the page to set the Date and Time of the system. The

three modes are “Set Manually”, “Synchronize With Computer Time”, and “Synchronize With

SNTP Server”.
3. Click the Submit button to submit the new Date and Time setting.
4. Click the Home button to return to the home page.

Description of function keys:

The Local Time: Shows the current date and time of the Video Server.

Set Manually: Manually sets the date and time of the Video Server.

Synchronize With Computer Time: Synchronizes with the linking computer.

Synchronize With SNTP Server: Synchronizes with the SNTP server. In this mode, two choices of

adjusting are provided: doing it manually or setting the frequency to enable the system to do it

automatically.

Submit: Click to submit the new setting to the Video Server.
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L] Change the System Setting — Timestamp.

Please follow the steps below to change/add the timestamp through the network if necessary.

1. Click the Timestamp button on the left side of the “System” page to enter the “Timestamp” page.

HEme ) BRSO G 0|

Timestamp
Date and Time [ Enable Timestamp
. Timestamp Color!
Users
- Infio Location:
Digital I;0
Audio Mechanism Info Format:
R5483 Setting Timestamp Location:

Update Tirmestamp Format:

Events

| @u

| Image I Network | System IAppIicatiunl SD Card | Pan/Tilt |

vserver

Click “Enable Timestamp” to checkmark the attached box and activate the function
Add or modify any timestamp’s data if necessary.

Enter the "Timestamp Brightness" you have chosen.

Enter the "Info Location" you have chosen.

Enter the "Info Format" you have chosen.

Click the Submit button to submit the new user’s setting.

® N o gk~ oD

Click the Home button to return to the home page.

Description of function keys:
Enable Timestamp: Checkmark to activate the function.
Timestamp Brightness: Click to open the list of eight color modes to choose from: “BLACK”, “DARK
GRAY”, “GRAY”, “LIGHT GRAY” and “WHITE”.
Info Location: Click to open the list of four location modes to choose from: “TOP-LEFT”,
“TOP-CENTER”, “TOP-RIGHT”, “MIDDLE-LEFT”, “MIDDLE -CENTER”, “MIDDLE
-RIGHT”, “BOTTOM-LEFT”, “BOTTOM-MIDDLE” and “BOTTOM-RIGHT".
Info Format: Click to open the list of six format modes to choose from: “(Title)” and “(No show
anything)”.
Submit: Click to set.
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1.

L] Change the System Setting —Users.

Please follow the steps below to change/add the users’ authority through the network if necessary.

Click the Users button on the left side of the “System” page to enter the “Users” page.

s | el | Keg |

Users

User List:
| adminzadmin

Date and Time

Timestamp
Digital I/0

Audio Mechanism

RS5485 Setting

Update

Events Add /Modify User
User Name:
Password:
Corfirm: |
Authority: O admin O Operator O Viewer

| Gl
| Image I Network | System I Application | SD Card | Pan/Tilt |

vserver

Add, modify or delete any user’s data if necessary.
Click the Submit button to submit the new user’s setting.

Click the Home button to return to the home page.

Description of function keys:

User List: The list shows the registered user(s) and the corresponding authority.

Delete: Deletes the user selected.

Name: Enter the user’s name, which will be added or modified.

Password: Enter the new password of the user’s name above.

Confirm: Type in the password again for verification.

Authority: Choose an authority option of the user’'s name from: Admin, Operator, and Viewer.

Submit: Click to submit the new setting to the Video Server.
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L] Change the System Setting — Digital I/O.

Please follow the steps below to change the Digital I/O through the network if necessary.

1. Click the Digital I/0 button on the left side of the “System” page to enter the “Digital /0O Setting”

page.
Hunls | laly | Loy gus|
Digital I,/0 Setting
Date and Time Digital Tnput : ®ONOCFF Active Type: [Low ¥
Hbatding Digital Cutput ; @ONOCFF Active Type: |LOW v |
Users
.

Audio Mechanism
R5485 Setting
Update

Events

e

| Image | Network | System |Applicatinn| SD Card | Pan/ Tilt |
vserver

Charinel: 1 " Select form the drop-down list to set the details of each channel.

Mark the “Digital Input” “ON” or “OFF”. Click your choices to enable.

2
3
4. Select from the drop-down list to modify the Active Type of the Digital Input or Digital Output.
5.  Click the Submit button to submit the new user’s setting.

6. Click the Home button to return to the home page.

Description of function keys:

Digital Input: Select “ON” or “OFF” to use the GPIO connector or shut it down.

Digital Output: Use the GPIO connector.

Note: For using the Digital Output function, you have to set the driven type of the alarm device. The
Video Server provides two choices between High or Low. When setting the alarm device input to
high level or activating the rising edge, please set the Digital Output function to High, otherwise,

please set to Low.
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L] Change the System Setting — Audio Mechanism

Please follow the steps below to change the Audio Mechanism through the network if necessary.
1.  Click the Audio Mechanism button on the left side of the “System” page to enter the “Audio

Mechanism Setting” page.

HEmEIN RHEIRIIOTIONT)

Audio Mechanism Setting

Date and Time Audio Mechanism: OOM @ OFF
Timestamp
Digital I/0

0

R5485 Setting
Update

Events

©o

| Image | Network | System |Appli(atinn SD Card | Pany Tilt |

vserver

2. Mark the “Audio Mechanism” “ON” or “OFF”.
3. Click the Submit button to submit the new user’s setting.
4. Click the Home button to return to the home page.
NOTE: This setting is for turning the audio mechanism of the Video Server on/off

automatically.

Description of function keys:

Audio Mechanism: Select “ON” or “OFF” to activate or deactivate the function.
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L] Change the System Setting — RS485 Setting

Please follow the steps below to change the RS485 Setting through the network if necessary.

Click the RS485 Setting button on the left side of the “System” page to enter the “RS485 Setting” page.

s | el | Keg |

RS5485 Setting

Date and Time Baud Rate: 9600 bps _' :_
Timestamp Type: BNl v
Users

- Device IO 1 |~
Digital I;0 g
Audio Mechanism

Submit
.
Update
Transmit Data Via RS485

Events
© Raw Format:

@ Canonical Format:

| @0

Image Network System Application SD Card | Pan/Tilt |

vserver

Description of function keys:

Baud rate: Eight different speeds can be used: 2400 baud per second, 4800 baud, 9600 baud,
19200 baud, 28800 baud, 38400 baud, 57600 baud and 115200 baud.

Type: Choose one of the types.

Device ID: You have the option of using an ID code (any number between 1 and 255).

Raw format: Set to transmit the ASCII codes.

Canonical format: Set to transmit the character string.
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L] Change the System Setting — Update Firmware.

Please follow the steps below to change the Audio Mechanism through the network if necessary.
1. Click the Update Firmware button on the left side of the “Date and Time” page to enter the

“Update Firmware” page.

HBmE ) A SN IO HJONT|

Update Firmware

Date and Time Current Wersion Description
Timestamp Kernel version: 1.00
Users
i BIOS Version: 1.14
Digital I/0
Audio Mechanism Software Version: 1,40
RS5485 Setting Compie Date & Time: Jul 12 2007,15:09:07
. HTML Version: 1141
Events
Activex Version: 10,27

Update the device with the latest firmware.
Specify the firmware to update :

| [Bromse ] and click | Update

Note: Do not disconnect the power of the device, during the update.
The device restarts automatically after the update has completed. {30~
60 seconds.)

@0

vserver

Image Network System Application SD Card I Pany Tilt |

2. Click the “Browse...” button to select the UPDATE.BIN file which was copied into your
computer.
3. Click the “Update” button.

4. DO NOT power off the Video Sever while this update process is running.

Note: Don’t interrupt the process while the unit is updating itself.

Note: Please make sure that the UPDATE.BIN file is fit in with the model of the unit. Updating

with the wrong UPDATE.BIN file may cause any physical damage to the device.
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L] View the Event Logs.

Please follow the steps below to view events through the network if necessary.

1. Click the Events button on the upper left above to enter the “Event Log” page.

Date and Time

Timestame 07-16-2007 09:07:47
Users 07-16-2007 04:19:53
Digital 1/0 07-15-2007 16:19:51

1
3
4
) ] 5. 07152007 04:19:49
Audirerhansy 6. 07-14-2007 16:19:47
RS485 Setting 7. 07-14-2007 04:19:45
Update 8. 07-14-2007 00:00:00
s 9. 07-14-2007 00:00:00
10.  07-13-2007 23:59:56
11, 07-13-2007 23:50:55
12, 07-13-2007 23:59:45
13, 07-13-2007 23:59:44
14, 07-13-2007 23:59:34
15. 07-13-2007 23:50:33
16. 07-13-2007 23:50:23
17, 07-13-2007 23:59:22
18. 07-13-2007 23:59:12
19, 07-13-2007 23:59:11
0. 07-13-2007 23:59:01

Event Log

Events

admin LOGIN OK FROM 192.168.0.242

admin LOGIN OK FROM 192.168.0.242

GET DHCP 192.168.0.102 FROM 192.168.1.11
GET DHCP 192.168.0.102 FROM 192.168.1.11
GET DHCP 192.168.0.102 FROM 192.168.1.11
GET DHCP 192.168.0.102 FROM 192.168.1.11
GET DHCP 192.168.0.102 FROM 192.168.1.11
SD CARD RECORDED 4 PICTURES

CHANNEL 1 SCHEDULE STOPING

SD CARD STARTS T4 RECORD 10 PICTURES

S0 CARD RECORDED 10 PICTURES

SD CARD STARTS TO RECORD 10 PICTURES

SD CARD RECORDED 10 PICTURES

SD CARD STARTS TO RECORD 10 PICTURES

SD CARD RECORDED 10 PICTURES

S0 CARD STARTS T RECORD 10 PICTURES

SD CARD RECORDED 10 PICTURES

SD CARD STARTS TO RECORD 10 PICTURES

SD CARD RECORDED 10 PICTURES

SD CARD STARTS TO RECORD 10 PICTURES

[ First Page ] [ Previous 20 ] [ Next 20 ]

@

| Image I Network I System

| pplication | spcard | pan/Tilt

vserver

1. Choose one of the three buttons shown on the page to view an event when necessary. The three

buttons are titled “First Page”, “Previous 20", and “Next 20”.

Description of function keys:

First Page: Displays the first page.

Previous 20: Displays the previous 20 pages.

Next 20: Displays the next 20 pages.
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5.1.5 Change the Application Setting
Please follow the steps below to change the application setting through the network if necessary.

L] Change the Application Setting — FTP Application Setting (MPEG4 mode only)

Please follow the steps below to change the FTP setting via the network if necessary to upload recording
data live.

1.  Click the Application button on the home page to enter the “FTP Application Setting” page

(default).
HEmE ) BHEIPRIIo O]
FTP Application Setting
Setting FTP Networking
o I
FTF Server: 192.168.1.1 Port:21
SD Card
MR User Name: guest
Language File Upload Path: Jemp
Record
Enable Record .
Storage Setting
Schedule ] -
re-Alarm Memory | T
Alarm Buiffer: Y o | Image(s)
Enable Alarm SIL?;; Memory 0 Tmage(s)
Motion Detection ' e ——
Upload Rate: 30F/ 15 >
| @
| Image I Network | System I Application | SD Card | Pan/Tilt |

vserver

2. For storage setting, type in the respective required number of images you wish to set in the "Pre -
Alarm Memory Buffer" and the "Alarm Memory Buffer" in their corresponding blank spaces.

3. Enter the "Upload Rate" you have chosen.

4. Click "Submit" after each of the above entries for their setting.

5.  Click the “Home” button to return to the home page.

Description of function keys:
Pre — Alarm Memory Buffer: Fixes the desired number of images to prelude an alarm.
Alarm Memory Buffer: Determines the selected length of the image buffer after an alarm.

Upload Rates: Sets the upload speed rate.
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L] Change the Application Setting — SD Card Application Setting.

Please follow the steps below to change the SD CARD setting via the network if necessary to upload

recording data live.

1. Click the SD Card button on the top left to enter the “SD Card Application Setting” page.

HEmE A 1P I I06 G 1011t ]|

SD Card Application Setting

Setting SC Card Storage Format Selection
i & MIPEG Format
° M
T Max MIPEG Numbers: |10 | (Each JPES Per Second)
Language
Record

© AVI Format Audio Setting
Enable Record

Schedule
Alarm AV Duration: Second(s)

Enable Alarm

Recording Rate:

Motion Detecti
= e Enable SD Card Rewrite

8D Card Capacity: 58.98 MB
SD Card Usage: 9004

| St Disk Fi t: [ SDF it @
: orage Disk Forma orma U
| Image | Network | System I Application | SD Card | Pan/ Tilt ‘

vserver

2. You have an option as to which SD - card storage format to use, the MJPEG or the AVI. Click your
selected format and click "Submit" to set it.

3. Ifit's MJPEG you want, fill in the "Max MJPEG Numbers" entry.

4. If AVl is your choice, enter its recording rate and duration in seconds, and click "Submit" for their
setting.

Description of function keys:

MJPEG Format: One image per file.

Max MJPEG Numbers: Sets the number of file sequences you can save per second.

AVI Format audio setting: Unlike a single — image file, this option offers a selected section of a video

record.
Recording Rate: Sets your chosen frame rate of frames per second.
AVI Duration: Predetermines the length of each video file in terms of seconds.

Enable SD Card Rewrite: Tick to activate the SD card rewrite function.
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L] Change the Application Setting —SMTP Application Setting (MPEG4 mode only)

Please follow the steps below to change the SMTP setting via the network if necessary.

1. Click the SMTP button on the left side to enter the “SMTP Application Setting” page.

SMTP Application Setting

Setting SMTP Netwaorking
HIE SMTF Server: 192.168.1.1
SD Card
- Email Address: guest@locahost
Language
Record

Storage Setting
Enable Record

Attatched File
Schedule MNumbers:
Alarm
Enable Alarm
Motion Detection
: GlS)
| Image I Network | System IAppIicatiDnl SD Card | Pan/Tilt |

vserver

Enter the attached file number as and when necessary. The maximum number which can be

used is 8.

2. Click the Submit button to submit the new SMTP setting of the recording.

3. Click the Home button to return to the home page.

Description of function keys:

File numbers: Sets the quantity of images per Email.
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L] Change the Application Setting —Language Setting.

Please follow the steps below to change the Language setting via the network if necessary.

1. Click the Language button on the left side to enter the “Language Setting” page.

Language Setting

Setting Language: [English(English) =
FTP
SD Card
SMTP
o
Record

Enable Record

schedule
Alarm

Enable Alarm

Maotion Detection

@

Image Network System Application SD Card | Pan/Tilt |
vserver
2. You have an option as to which language to use. The default is “English”
3. Click your selected language and click "Submit" to set it.
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L] Change the Application Setting —Record Application Enable Setting

Please follow the steps below to change the setting via the network if necessary.
1. Click the Enable Record button on the left side of the record to enter the “Record Application

Enable Setting” page.

s | el | Keg |

Record Application Enable Setting

Setting [ Enable Record - Upload Yia FTR
P

SD Card

e

Language

[[] Enable Record - Save Into SD Card

Record
o
Schedule
Alarm
Enable Alarm

Maotion Detection

| ©u

| Image I Network | System IAppIicatiDnl SD Card | Pan/Tilt |

vserver

2. Click “Enable Record — UPLOAD Via FTP” to checkmark the attached box and activate the function

(MPEG4 mode only).

3. Click “Enable Record — Save Into SD Card” to checkmark the attached box and activate the
function.

4. Click the Submit button to submit the new setting of the recording.

5.  Click the Home button to return to the home page.

Description of function keys:

Enable Record — Upload Via FTP: Activates or deactivates the recording to the FTP server.

Enable Record — Save Into SD Card: Activates or deactivates the recording to the SD card.
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L] Change the Application Setting —Record - Schedule

1. Click the Schedule button on the left side of the record to enter the “Schedule” page.

HEME R BN EIP oG ONIT

Schedule

Setting O m From 0C Hil To

TP 0O m From ; To

D Card O m From  0i ;|0 To

I 0O = From ; To

0 = From a To

Language O m From : TO
Record 0O | 1d Fram ¢ i To ]

Enable Record (012345678 91011121314151617181920212223)
Alarm MON

Enable Alarm TUE

Motion Detection ~ [WED

[ Submit | [ Remove all Schedules |

©u

| Image | Network | System |Applicatinn| SD Card | Pan/ Tilt |

V5erver

2. Check/uncheck any/all of the first seven boxes set vertically in the upper half of the
“Record-Schedule” page to enable/disable the programmed recording function, and vary the
setting of the targeted item while it is enabled.

3.  Click the Submit button to submit the new schedule setting.

4. Click the Remove All Schedules button to clear out all the data of the schedule setting.

Description of function keys:

Schedule: Check / uncheck the first seven boxes in a vertical row on the left to enable/disable the
programmed scheduled recording function if necessary. Vary any of the schedules of the
recording setting if necessary (please refer to the above description).

Chart: Schedule list.

Submit: Click to submit the new setting to the Video Server.

Remove All Schedules: Click to clear out all the data of the schedule setting.

Note: Please make sure that the start and stop time you want to assign are not the same or the device

won'’t start and stop recording according to the programmed schedule.
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[ Change the Application Setting — Alarm Application Enable Setting.

Please follow the steps below to change the setting via the network if necessary.
1. Click the Enable Alarm button on the left side of the record to enter the “Alarm Application

Enable Setting” page.

Honls | sy | Loy gud

Alarm Application Enable Setting

Setting [ Enable Alarm - Trigger an Alarm When Ethernet s Lost
i [ Enable Alarm - Upload Yia FTp
SD Card
SMTP [ Enable Alarm - Save Into SD Card
Language [ Enable Alarm - Upload Yia SMTP

Record
Enable Record Alarm Duration: |30 seconds |
Schedule

Alarm @

.

Motion Detection

| ©0

| Image | MNetwork | System IAppIicatiunI SD Card | Pan/ Tilt |

Vvserver

2. Check / uncheck the trigger types of “Enable Alarm — Upload Via FTP” (MPEG4 mode only).
3.  Check / uncheck the trigger types of “Enable Alarm — Save Into SD Card”.

4.  Check / uncheck the trigger types of “Enable Alarm — Upload Via SMTP” (MPEG4 mode only).
5.  Enter the "Alarm Duration" you have chosen.

6. Click the Submit button to submit the new setting of the recording.

7.  Click the Home button to return to the home page.

Description of function keys:

Enable Alarm — Upload Via FTP: The alarm recording will be upload to the FTP when triggered.

Enable Alarm — Save Into SD Card: The alarm recording will be saved to the SD card when
triggered.

Enable Alarm — Upload Via SMTP: The alarm recording will be upload to the SMTP when
triggered.

Alarm Duration: Predetermines the length of the alarm.
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° Change the Application Setting — Alarm - Motion Detection.

Please follow the steps below to enable changes in the motion detection function of the alarm

through the network if necessary.

Set the motion detection:

1. Click the Motion Detection button on the left side of the Alarm to enter the “Motion Detection”

page.

Setting
FTP
SD Card
SMTP
Language
Record
Enable Record
Schedule
Alarm
Enable alarm

Ll Motion Detection

Sensitivity

HOTE R BHET i [LOg oL

Motion Detection

Select all
Clear all
Restore

Click the l.,%i\f“m:;tun to show the popmenu.
Save the setting after you finish editing.

Motion Detection: & Enable O Disable

[O] | Medium % |

@ [599 | (customized Threshold)
' ©v
| Image | Network | System |npplication| 5D Card I Pan;/ Tilt

vserver

2. Click and drag the left mouse button to across a targeted zone to draw a red rectangle on the

image (coordinates provided below).

NOTE: You can set more than one targeted zone depending on your requirement.

3.  Click the right mouse button to see the popup-menu. After setting the target zone, please click

“Save setting”.

4. Enables / disables the motion detection function.

5. Set up the sensitivity.

6. Click the Submit button to submit the new setting of the recording.

7. Click the Home button to return to the home page.

Note: Press and hold the “Ctrl” key on your keyboard and use the left mouse key to draw a blue

rectangle on the image to disable the motion detection area.

You also can click the left mouse key directly on a red check to disable it.
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Description of function keys:
The targeted zone: Click and drag the mouse across the targeted zone to draw a red rectangle
on the image.
Detection Range: The red rectangle’s coordinates.
Save: Click to save the motion detection range.
Motion Detection: This option enables / disables the motion detection function.
Sensitivity Level: Selects any one of the given options for the setup signal level.

Submit: Click to submit the new setting to the Video Server.
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5.1.6 View the SD card files

Please follow the steps below to change the SD card setting through the network if necessary.

[ Change the SD card Setting — FILELIST of MEMORY CARD.

Please follow the steps below to change the setting via the network if necessary.

1. Click the “SD card” button at the bottom of the home page to enter the page containing the

“FILELIST of MEMORY CARD”. The page comes in two modes, the JPEG and the AVI

(please refer to the “SD card Application Setting Page”).

FILELIST of MEMORY CARD FILELIST of MEMORY CARD

Channel 1p : |ALL ¥ chamel 10 - EBE ¥

Filename Date Time  Size Filename Date Time Size
A

W/ISADHERFVARE  AN8(12/2006:1 520200151 DELETE |4E9HIAZ . TAG  09/21/2006 16:16:10 269 DELETE
134DHNAR . AVI  09/12/2006 15:26:00 15K DELETE E 14EONBAZ. TaG  09/21/2006 17:36:10 269 DELETE
2 134DMAD. AV 09/12/2006 15:33:00 15K DELETE 7 24B01VAZ. TAG  09/21/2006 16:40:10 269 DELETE
= )
134DHNLT . AV 09/12/2006 15:44:00 15K DELETE j 24EURNIZ. TAG  09/21/2006 17:10:10 269 DELETE
. o
E‘% 134DHNNE. AVI  09/12/2006 15:51:00 15K DELETE A 24EUNCIZ . TAG  09/21/2006 17:38:10 260 DELETE
134DHNRS AVI  09/12/2006 15:54:46 20K DELETE Z J4EOL20Z.TAG  00/21/2006 17:16:10 260 DELETE
) [/
I34DHNTG. 4V1  09/12/2006 15:56:00 43K DELETE d 44B9LCEZ. TAG  09/21/2006 17:21:10 269 DELETE
134DHNVE. AV 0071272006 16:02:06 29K DELETE 5 Tl I s e

s o e 0
134DHOFE.AVI  00/12/2006 16:21:00 13400k  DELETE

HTTP SERVER AT VideoServer
134DHROJ . AVT  09/12/2006 16:43:00 12591K  DELETE

10 files and 98110 KBrtes free

HTTF RERVER AT Videolerver

2. Select the desired channel.

3. Click the desired file to display the images therein.

4. Each file can be deleted by clicking the attached “DELETE” hyperlink.

NOTE: You can't directly click the hyperlink of the file in the "FILELIST of MEMORY CARD" page

with the right button of the mouse focus then click "SAVE" to save the file.

CAUTION: If you wish to save the SD CARD files from a camera to your computer, you can enter

the JPEG column in the "FILELIST of MEMORY CARD " page to click in and enter the
particular files in the column. When you click in, the images concerned will appear.

Move your mouse focus within the image area and click the right button of the mouse. A
table of item entries will show up. Click "Save" and select the path by which to save your

files.
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5.1.7 Control the Speed Domes

Click the Pan/Tilt button on the home page to open the Speed Dome Controller.

1 2 ) 5 78

I
Zoorf
A
> 4 |[p/1iz| P
I+| v I_ ) l; | [@)
et [ A =

" 6 9

1. Click “Configure” to enter to the RS485 setting pages (please refer to Change the System

NTROLLER

Setting — RS485 Setting). Select a Speed Dome device ID from the drop-down list on the

Speed Dome Controller. The Controller will display the corresponding ID.

2. Each of the ten buttons under ‘Set’ is connected with a specific position and angle of either
panning or tilting of the camera. Click each button to activate its particular position and
angle. Press the button under ‘Preset’ to turn the camera angle by angle in the set positions.
Each of the ten buttons designated ‘Go to’ can be clicked to view the particular
corresponding angle of the position in which it is set.

3.  Select the connecting port. The RS-485 communication ports function as connectors when
two or more units are serially connected to an external control device.

4. Upon the buttons being clicked, a camera will move one short step only in any of the four
designated directions.

5.  Click the buttons to control the Focus setting on the Speed Dome Controller. Click “+”
button to focus far and click the “—* button to focus near.

6. Click the buttons to control the Zoom setting on the Speed Dome Controller. Click “+” button
to zoom in and click the “—* button to zoom out.

7. Upon the buttons being clicked, a camera will turn all the way, without stopping, in one of
the four designated directions.

8.  Click the buttons to control the Aperture setting on the Speed Dome Controller.
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5.1.8 PPPoE & DDNS

Using the PPPoE

1.
2.

4.

Install the XDSL software (obtained from your ISP dealer) in your PC.
Search your Video Server's |P address: you can use your Network Viewer's Scan IP
program, or just connect the Video Server and the Video monitor. The monitor screen will

show the IP address on its right side.

Installing an IP address in your PC or notebook.

Desktop — Move the mouse focus to the Network neighborhood and click the right key of
the mouse — Choose the properties — Choose your local connection — Choose the
properties and select the configuration — Select the TCP / IP — Choose the properties —
Type in the IP address in a four-part formula, for example “192. 168. 1.101” (the first three
parts must be identical to the above numbers, only the last part can be changed to your
own number, which must never exceed 255) — Click the mask and the mask input,
namely “255. 255. 255. 0” (a fixed formula) — Click “OK” — Click “OK”.

Desktop — Choose IE browser — Type in the Video Server IP address in the URL (check

step # 2 above) — Enter — Video Server images will appear.

PPPoE Settings

1.

Enter the Video Server home page — Choose the network — Type in “User Name: root”
and “Password: admin” — Click “OK”.

Choose PPPoE — PPPoE mode: Select “ON” — Type in “Account” — Type in “Password”
— Submit — Unplug the power connection.

Plug in the Video Server and it will receive an IP address from the ISP dealer (this IP

address is dynamic --- every time you unplug and plug in again you’ll get a new IP address).
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Test: Go to the Internet.
1. Set your PC to enter the Internet.
2. Desktop — IE browser — Type in the Video Server IP address (the same address as in the

PPPOE settings and step 3 above) — You can see the Video Server images.

DDNS settings

1. Check your Video Server’s IP address ( Scan IP software or monitor ) — open your IE
browser — Use the address to connect to the Video Server or view the images — Choose
the network — Type in “User name : root” and “Password : admin” — Click “OK” .

2.  Choose the “DDNS” — Click “Enable DDNS” — Enter the “DDNS host name”, for example
“abc123. homeip.net” — Type in “DDNS Account”, for example “abc123” — Enter the “DNS
Password”, for example “7777” — Submit — The settings are now complete — Close the IE
browser.

3. Open the IE browser again — Type in the Website address you just applied for, such as
“abc123.homeip.net” — You can look at your Video Server images right away. The

procedure is complete.

Note: These settings are only for your ADSL Dynamic IP configuration. If your

configuration is fixed (true IP), you don’t need to proceed with the PPPoE and DDNS

settings. The DDNS is just for your convenience.
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5.2 The Ipxserv IP Surveillance
This section provides instructions for installing and using the IP surveillance and Image Viewer,
which are included with the ipxserv. The programs can be operated by a selected PC equipped
with the following requirements.
System Requirements
o Intel Pentium 1.5 GHz processor or above (2.8 GHz or higher recommended).
(] 128-MB RAM at least (256-MB or higher recommended).
L] Windows 2000, XP or above.
[ 4 MB VGA card capable of 24-bit true color display.
[ 100 MB free hard-disk space for software installation.
® 10/100 Base-TX network for LAN operation.
[ J The Microsoft Internet Explorer 6 above.
In the multi-channel recording mode, the HD data transfer rates must be 66MB or above (100MB

or higher recommended).

5.2.1 Introduction to IP surveillance

The IP surveillance allows you to access many units of the Video Server from a remote

desktop or a laptop in a TCP/IP networking environment. It can perform the following

functions.

[ ] View live images from the Video Server.

L] Store, search, and review recorded video from an FTP server, PC, and SD card.
[ Change a regular record, event record, and timer properties.

Before you are ready to view images from a desktop, you need to have your Video Server
networked by obtaining a 10/100 base-TX Ethernet data cable (Standard RJ-45) to connect

the Video Server to your LAN/WAN. Now enter the main menu to set the IP address.
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5.2.2 Install the IP surveillance in your PC

Install the IP surveillance from the supported CD-R.

1. Exit all applications currently running in the selected PC.

2. Insert the supported CD in the CD-ROM drive. The program will execute the installation
automatically. Follow the on-screen instructions to proceed with the rest of the installation
procedure as they appear.

NOTE: It will update the .NET Framework to version 2.0 automatically. Please click “Accept”

to continue.

T IF Sarveilisuce Setap
e o Holinuang comprnenes

NET Framewodk 2.0

Flease read th e et Preds the page down key 10 see the rest
ol the agreemer.

MICAQSO0FT SOFTWARE SUPPLEMENTAL LICENSE TERMS “~
MICROSOET NET FRAMEWDIRK 201

MICAOSOFT WINDOWS INSTALLER 2.0

MICRUSOF T WINDOWS INSTALLER 31

Micananlt Coepaoeation oo based on whete yous b, oo of it alflisles) icenans

Hhis qupplement 10 you. IF you are Boensed 10 use Micronoft Windows cpersting
sysbem sullware (the “softwans™. you may use thes suppbenenl. Vou may ol

wse i i you do rrck have a feense for the soltware. You may use a cops of fir
ﬂlulﬂ!mai. vdll nadlm hatmdww ld the sldlme

me: for Hhis =1

Thess bamns and the Beanse tems fof the sdlmmlnmu & of this >

[F| i EUILA o g

D you aceept the terms of the pending License Agreement?

1t you choose Dont Accepl. ratsll vil close. To mslal you muat sccep thes
ngperment

frcept [ Dorbecept |

3. After the installation is complete, pop up the START menu from your computer, and point
to Programs / IP surveillance / IP surveillance to open up the program selection page as

shown below. Click the IP surveillance tag to start the IP surveillance program.

Install the IP surveillance for the ZIP file.
1. Save the ZIP file to your PC and extract the file to a designated directory.

2. Open the extracted folder. The folder contains 1 file.

o

3. Clickonthe .u; icon to execute the installation and then follow the on-screen
instructions to proceed with the rest of the installation procedure.
4. After the installation is complete, click the START menu from your computer, and point to

Programs / IP surveillance to start the IP surveillance program.

NOTE: Please make sure the TCP/IP communication software has been properly set and
configured in your computer. To check your TCP/IP settings, please refer to section 4.5

(TCP/IP configuration setting).
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5.2.3 Ipxserv software
Login the ipxserv software
Once the IP surveillance is executed, a Login prompter will appear. You must enter the
default User Name: root, and the password: admin in the respective spaces. Click the
“OK” button and enter the console page of the IP surveillance: both the user name and

password must be entered correctly. Click the “Cancel” button and exit the login of the

Network Viewer.

IP Surveillance Login

urveilanee

Password :

@ [ o [ ]

View the ipxserv video from aremote PC
Follow the instructions below to use the IP surveillance to browse an ipxserv video from a

remote location. Upon entering the IP surveillance, a connection box will appear as follows.

P& a{m] 0 o 2

Do

Conmnmee
@
Evont Mg

ohna 1 sneacmn Logged I ence 03/ 13/7007 14:06:10 ersion © XX Date & Tima | 140641 =
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Bl

Press the button to enter the Settings page.

Press the button to add a new device group. After typing in the Group Name,

please press the OK button.

Add a channel from the button.

[ Connect Network Camera Wizard [gl

Add a new carmera

Group Mame : EGruup |

Please assign specific IP address and HTTP port.

Address || |

Fot: |30 |

([ Auto-Search )[ Mext == ] l Cancel ]

(1) Click the Auto-Search button at the bottom of the "Connect Video Sever Wizard"
page to discover the connection of the Video Sever - type device in the LAN. Instantly
the "Search Video Sever " page will appear. Click the device of your choice and click
"Select" at the bottom of the page to access the "Connect Video Sever Wizard" page
again.

(2) Type in the IP Address or the domain name and HTTP port of the device and add

the device to the Device List.

Type in the Password in the " Connect Video Sever Wizard " page. Click "Next"

button to open another "Add Device Wizard" page.

Connect Network Camera Wizard

Flease enter device's administrator Passward.
(The account called 'admin’.)

Password : | |

[ << Back H Mext == H Cancel ]
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6.

typing the Site name and selecting the Connect Mode, please click the "Next" button

This page provides the IP Address, the device type, and the MAC Address. After

to access the next "Connect Video Sever Wizard" page.

[¥ Connect Network Camera Wizard ry
We have found this network camera with specified
IP Address : 192.168.0.142
:Dewce Type
: |
MAC Address (S/M)
[00:0C:0C:00 {

Please enter a site name of channel and connect mode which can
be used in the software application.

Site name

]
) Internet I:‘

[ << Back ][ Mext > ][

Connect Mode © & LAN

Cancel ]

NOTE: Please click the D icon to see the details of the Connect Mode.

7.

After finishing the setting of the Device Recording, please click the "Finish" button to

establish the connection between the device and the computer.

Use

Recording Quota Setting
Free Recording Quota:

[ Start to record after added this netwark camera.

Connect Network Camera Wizard

X

9 % (1974 Mb)
Recording Quata [102]% (219mb)

[ <« Back H Finish H Cancel

8. Click the devise title to

NOTE: The IP Surveillance provides only one channel for using in each connects

setting. To add more connections to the Video Server, please repeat the

above instructions.

begin viewing images with this camera from the Device List.
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5.2.4 Operation

5.2.4.1 Live Monitor

O

window. (See the sample screen below.) On the left side of the window is the connected

Once the connection has been established, click the

device that has been arranged when you established the connection.

button to enter the Live Monitor

(1) (2]

Gl L =N |

e e e e L ]
e E B P Group_Network Camars
{0 metwarkcam_t1 - 192, 160.0] (IS L

A0 restwarkCam_L - 192, 160.0.
A0 PretwarkiCam_24 - 192,160.0.
@_ A0 et a2t - 192.160.0
A MetwarkCam_25 - 192, 160,04
0 Metworkcams - 192, 168.0.4 |

B AP Geou_Yideo Server
0 Serverin - 192.165.0.175
) Serveriz - 192.168.0.175

- -
w RetworkCam_25 - 192,168.0.248 b
e
gy IOIRIOR
Evert Msg | PTZ

Type  Cam Locel DateTem &

M Heteork. METHONAD
%H Febvork.. 145714 03142

Habwark 45T 12084

M Metwork . 145700 03147

.ON Wetwork.., 145707 OM14D

QN Fatwork.. 145705 0H14D

M Nebeoik.. 145659 0314

W Habwark 145634 04

%H Metwork . 14:5625 03147

.oN Wetwork... 145624 OM14D
P Wervork . [BEAIONAD

Preaty g verson: 18 Date & Tme: 14:57:40 | =

1. The Live Monitor icon.
<Add a camera video onto the Live Monitor area:

(1) Click on the title of the camera that was connected.

(2) Hold down the right mouse button and drag onto the droppable Live Monitor area.

The video from the new camera will be displayed.

(3) Inthe Live Monitor area, if you want to exchange the videos of different cameras,

you can drag the video and drop it where you want to locate the video.

2. The Split-Screen display function bar: This allows you to display the connected device in
the single channel and multi-format screens.

3. The Sequence configuring button: Press to enter the sequential jumping mode, each
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multi-screen, and one sequence; the picture will sequentially switch to different

channels according to the Sequence Views setting (refer to 5.2.4.3).

Note: One can’t use the common icon (#11) in the Sequence displaying mode or drag the

video and drop it as s/he likes. For the further settings of each channel, please select

the device title on the left side and click the right mouse key to operate.
The Circle configuring button: Click this button to see the following channels.
The Group Circle button: Click this button to change the different group of display.
The Full Screen button: Click this button to show the full screen for surveillance. If you
want to return to the previous mode, please click the Normal Screen button.
Motion on/ Alarm on: The warning icons.
48 Motion-on icon: When there is a detection of motion in any channel, it will display this
icon in the right upper corner of that channel to warn the user.
‘l Alarm on-icon: When there is a detection of external devices such as a sensor, it will
display this icon on the upper right corner of that channel to warn the user.
Pop-menu: You can use the mouse to move to each channel. Click the right key of the
mouse to show a window. You can select "Delete", "Capture / Print", “Play/Stop Audio”
or “Reexamine Audio Mechanism”.
Click this button to hide the “devices list”, “common” and “alarm message list" boxes
from view behind the video display screen.
The section in the upper left margin will show the information in all the devices and its
group names.
The users can click and hold on the device title on the list and drag it to the Live monitor
area to see the live image of the camera.

common icons:

Play Audio: Click the button to play the live audio. Click once again to deactivate.

@ Record: Click the button to archive AVI videos into your PC. Click once again to

deactivate. In the recording mode, there will appear a red twinkling icon in the

upper-right hand corner of the image.

Capture / Print: Provides the image capturing and printing functions.

Delete: Drop the view here to delete it.
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ODelete a camera video from the Live Monitor area:

(1) Select the video of the camera which you want to delete.

(2) Press and hold the left mouse button. Then drag it to the trashcan and
release the mouse button.
12. Alarm list / PTZ Control: Shows the alarm types, the device names and the occurrence

time. You can press the PTZ button to change to the PTZ Control mode.
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5.2.4.2 Playback Viewer

Press the L #™ |button to enter the Playback Viewer setting page.

(3] 4]

|

: w - (3 )| D)
5 @ Recondg List
= i HetweakCass 11 1921880108
& (&) Segent 002405 MB)
&3 1205000 175923
=]
G2 UANADO0T 172658
= e NetwrkCam 14 192 1630 245
5 (] Segent 0330 ME)

= il HetwenkCam_24- 192,160,184
= (g Seguent 04957 MB)
&3 UAA07 182712
= e NetwenrkCam 26192 168062
& (] Segrent D425 MB)
('3 03N42007 1726:11
= e NetweakCus 25 192 168,024
= (g Segment 0253 MB)

m i (/140007 172318 iud
][> [m]
Flay Rate:

(][] (2]
5 _

N6 & M 2 pormal X2 X4 XE XI6

o @

1. The Playback Viewer icon.
2. Thedisplay area.

3. Click to choose the @1 Recording List / E Live Event Msg

® 090 ©

&3 01012000 06:38:59 _._e

Recording List Live Event Message
2 Recordng Lt - (01 6 D ILiLive Eventiteg = B D
= -~ Typt  Cam Local DateTine -
= e NetworkCam 11 192 1620116 g“ !mﬂmﬂ-- 1031:”“%
M s e 105916 03
s oo mu@ M NeuchC.. 105012 03152007 The alarm
?m:;iﬁ M Nebwoch... 105910 031 52007
el E M Mebwnchi 105008 030 52007 H
events which
&3 0140007 172658 M NateodC. 1090303150007
= e NetworkCam_L4 - 1921680245 M NebworkC.. 1055503152007 were
=@ S5 M MeworkC. 1034303050007 — .
da 01000 06 759 : :'""“: :gx;g;m recorded will
2 i Hotworken,_23- 192.1680.134 @M MewodC. 1058180352007 be marked in
& (5] Segrent 00237 ME) @M NewockT 1058160352007 X
&3 400t 182712 M NewodC.. 1058090312007 pink color.
= e HetworkCam _26- 192.1630.62 gn Wetwock... 103750 03152007
[ @ 5 410(4.25 MB} M BetworkT... 105756 01532007
M BetwodC.. 105750 0HISENT
€p 0342007 122611 3,. Heteodk..  10:57:30 0122007
= e MevworkCam 13 1921680 24 M Netwod.. 105720 08007
= (&) Segment {337 MB} M NetwodC.. 10571003150007 o
&8 ANA0NT 173318 o < >

Click [ to refresh the recording list.
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NOTE: To view the alarm lists of a camera which were recorded, please (1) click the 5 icon

(2) the Alarm List window will appear as shown below, (3) select a camera from the

drop-down list, then (4) click the “Search” button.

nnel | NotworkCam_2% - 192 168.0 248 * Swegment Al Segevnts e

darm List

(B P Prevew ] (@ P % Galo [ S ]
O Maren Begin End Duration  Total Frames
] Motion  ONEZ00T 104220 QWAS2007 10:42.28 D secs 2
Mation CENSO0F 10428 OANSQ0d ed2-30 2 maca =

4. Move to the left/right area.

5. Recorded video list box. This box allows you to access all recorded video, which are

stored in the HDD of the connected devices.

Playback function bar.

B Play - Click to a recorded video from the PLAY LIST.

E Stop - Click to stop playing back a recorded video or cease recording.
@ Pause - Click to freeze the image.

@ Step - Click to view images picture-by-picture.

Zoom in — Enlarges the displayed image.

Zoom out - Narrows the displayed image.

Capture / Print: Provides the image capturing and printing functions.
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10.

1.

12.

L] Play Rate: During play mode, please use the scroll bar to control the show
speed.
Shows the device title.
This allows you to search a recorded video kept in the HDD of the device. Enter the
MONTH /DAY /YEAR /HOUR /MINUTE you wish to search and click @ to proceed.
Functions to fit the starting and ending points of an image display, when the user wants
to transfer a file.

JPEG: Archives images in the JPEG format to save a single picture in every file.

¥Z Fuport tn Jpg Filea

Fia Pt | | &

Inchade: [ ] Dabe and Time ] Title ] Aarm

AVI: Archives images in the AVI format to save a sequence of images in a file.

File Pl | &

Frame Per Second: | 20 % [ Inchuds Audia

Warning: The audio and video signals would likely be unable to play back
simultaneously because of incomplete files caused by unstable network transmission or
altered setup while doing the AVI backup with the "Include Audio" function.

Scroll bar for video searching: Drag the square on the bar to search the video. You can
click or pull the indicator on the scroll bar to the point you want to see.

Displays the recording mode of the video on the histogram.

Press the button to see the
Histogram Legend. You can get the event's - R TR aly

location in terms of time, and select a group of [ - interva with both ausio ang viden

events or period from the event histogram iRy

l - Events for sensor alarm

area and show it on the display area.

- session pardition {time partition)
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5.2.4.3 Setting

Press the

000

1 restvwoniccan 02
1 estveoniCam o2
1 rstworcCam_11

) restworkCam_15
5 JSF o _Video Server

) rstveoricam 12 -

(I servertn - 182168 0002
) serveroz - sz EE00Z2

button to enter the Setting page.

(9

d w 2 ®

G Dirice: Panel | ®m Wab Page |

RE-ETTE
RE-ETT T
1E2AG024)
1E2AG0 034
1621680165

&2 Device Hecording
(@
Record Mode

START REC |

=) Continuous Mods

Evert Mode
Recording Guota
Free Fecording Quoba 20 %
U Mecir dey Ot m %
] (/1 me)

Tiecordlng Seheduler

| seeed Dome Controties : Disabbed

Device Infermation
San Hame

Group Name

F Anwess

HITPRen: B0 |

Device Type
o
Application Event Hotification
Motion Buzrer - Yes
Sensor BuTTe . Yee Sansor Dol fille

MarmFocis© Ve Dk Ful Emnd L0

Connect Mode : LA

[ Disabie recordien scheckder for this chareml )
Primary Schedule
%) Contruus Mode Scheduile Data List

Event Mode.

[ Whotion Assern [ Sensor dlam

Sevondary Schedule that ks outside ihe Primary Schedule
<) Disable

Continuout Mods

Evert Mode

] Mation Al [ Sensce Alam

@ Ry

The Setting page.

Function buttons:

W s admin

Loggind in smnce DEN S2007 18:10.32 Visson© 18

Date ATime - 142908 =

° Add a new device group: Click this button and type in the new group,

then press “OK” to save it.

° Remove a device group: Click this button and select the group name,

then press “OK” to delete the group.

° Add a new camera: For mode details please refer to section 5.2.3.

° Remove a camera: Click this button and select the group name and
Video Sever, then “OK” to delete the device.

° To edit camera: Please select a device, then click this button to edit the

device.
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3. Device Setting: Provides four pages of settings.

(1) Device Setting page

| Device Setting

o | £ mage | 48 Alam | ©3 50-Card.

Camera Identify
MAC: 00:0C:0C:00:44:43  Device Type: VIDEC SERVER 4CH

1P Address: 1 150
HTTP Part:
Channel :

(3) Alarm Setting page

| Device Setting

| b Device| £ Image 5@ larm | Y 5D-Card|

Motion Detection
Enable

Sensitivity ~

(2) Image Setting page

Bl Device Setting
| 4 Device \bz Image | 48 Alarm | © SD-Card|

Video Resource

Resolution: | 352+288 bt

Quality
High v
Brightness £ | ¥ (127
HUE: (@)

Saturation < | (127

Image Default Value

(4) SD-card Setting page

M| Device Setting E\
| <8 Device | £ mage | S8 Alarm ;5 SD-Card |

Storage Capacity
Total: 7063 K
11 %
= [@ Storage List
@ 134DIL4E.AYT

Refresh || Download Erase

NOTE: Please remember to click the “Apply” button to save the settings.

4. System Setting: Provides six pages of settings: the Global Settings, the Event

Notification, the Recording Settings, the Scheduler, the Sequence Views, the Speed

Dome and the Authority Setup.
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(1) Global Settings

Global Settings X
:w Monitor Setup Default Directory
Date Farmat: Default Snapshat Diractory
[c\50BiSnapshort | @
Time Format: ‘24-h0ur format b Default Export Avi Directory
Display Mode: 0 Proportion (#1 Strech |C:\ISDE\AW ‘ @
Default Expart Jpeqg Directory
Display Recording State: (2 Yes ) Mo |C:\ISDE\Jpeg ‘ Ll
Full Screen Display: [ Title [] Date & Time
( LA Settings |
Contral CPU use: | Lavel 2 (70%~E5%) |
[V oK ] [>( Cancel }
® Monitor setup: Sets the date/time mode and display mode, and controls the CPU use

percentage on five levels.

L] Default Directory: Sets the default files’ saving path. Click L to select the directory.

(2) Event Notification Settings

° Channel Prompt: Sets each camera to activate or deactivate the three modes of

"Motion Buzzer", "Sensor Buzzer", and "Alarm Focus". Tick mark the blank space

for each device to activate it.

Event Notification Settings

Channel Prompt

Channel Prompt

Choose whether to allow a channel prompt that a specify device has triggered a event.

| Popup Message Mame

Server0l

192.168.0.175

Group_Wideno Server

Serverl2

192.168.0.173

1P Address Group Marme Mation Buzzer Sensor Buzzer Alarrn Focus
= , :
| E-mail Motice [ MetworkCam_14 [192.168.0.245 Groupl_Metwark ...
MetworkCam_24 |192,168.0.184 | Groupl_Metwork ...
MetworkCam_26 | 192,168,062 Group1_Metwaork ...
NetworkCam_25 |192.168.0248 | Groupl_MNetwork ...
MetworkCam25 | 192.168.0.20 Group1_Metwork ...

Group_Wideo Server
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° Popup Message: Sets the maximum number of the pop-up messages, the displaying

time and the pop-up forms. Tick mark the blank space for each device to activate it.

Live Event Popup Message

Channel Prompt B
Choose settings about live event popup message.

FPopup Message The maximurm number of popup messages to display simultaneously : Is vl
E-mal Notice The default period of time, a popup message wil be displayed : |E£Emd5 o

Select events that generate a POPUP notification. Please select the appropriate box.

Motion Alum [ Sensor Alum T Disk Full
Minimum Window Popup Popup Popup
Playback Viewer [ Popup [ Popup Popup
Settings Form

[ Popup [ Papup Papup

[ E-mail Notice: Sets each camera to activate the E-mail Notice function of the three
situations: "Motion Alarm", "Sensor Alarm", and "DISK Full". Set the SMTP, the
E-mail address and the attached file numbers to mail the user when the alarms occur.

Tick mark the blank space for each device to activate it.

Event Notification Settings

E-mall Motice

Channel Prompt
| Outgoing Server Settings

FHRUD R Dutaring Mal Server [SMTP) : | | [ Authertication, . ]

E-mail Motice Emal Address | | Test Settings
Attatched File Numbers @ |3 v

Enable Event Send Via Email

1P Address Group Mame Maotion Alarm Sensor Alarm Disk Full
L4 ‘ 9 .116 E\Er-:wu | | | | | | | ]
o MetworkCam_14 | 192.168.0.245 Groupl_Netwark ... B El E
| NetworkCam_24 | 192.168.0.184 Groupd_Network . 0 &l B
.Netwurktam-_aﬁ 192.168.0.62 Gmupl_‘Netwurkm 4| (] H
Natwnrkcam;zs 192.168.0.248 | Groupl_Metwork ... O L =
INetworkcamzs  192.168.0.20 GroupL_Netwark .. O O B
Server01 192.168.0.175 | Group_Yiden Server O O O
| serveraz 192.168.0.175 Groui:;\ndeo Server ] .l 0
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(3) Recording Settings

E&= Recording Settings

Rerording Directory :

Event Mode Settings s SEEB D

— Reserved space: 1024 MB

Record |_3 ;;| secs, before dam, —

Recording quota setting of every channel

WetworkCam_11 [ ] (z4pesmn)

NetworkCam_14 [ ] {(speaMb)

WetworkCam_24 | -

WetworkCam_26 |

NetworkCam_25 [ ] (3Me9mb)

WetwarkCam25 [ (aMemmmb)

ServerOl | S 15

Server(2 | EX -5
° Recording Settings: You can control the HDD reserved space by using the scroll bar.
° Recording quota setting: Set the maximum recording quota of each channel.

(4) Scheduler

erording Scheduler

E5

Group name

Duplicate 1

192,168,130

182.168.1.87

|~ Disable recording scheduler for this channel

P Sch &
o P 2
i D001 02 02 04 05 08 07 02 09 10 1112 13 14 15 16 17 18 12 20 21 122 25

Bon fordey  -|b b S Ed fansy - i s[E]

[+ Continous Mode a

|~ Event Mode ‘ [~ Ilotionalamm [ [Sensoralam. ‘ Schedule Data List |t 5

[~Secondary Schedule Thal 15 outside The Prmary S chedule

+ Disable

" Continous Mode _'6

" Event Mode ‘ I Ilotion alasm I Sensor alamm ‘

| Undo | Cler | T | laae “— 7

(1) Choose one of the devices to set its recording schedule.

(2) Select the period: Click to set to record only once or record every day.
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(3) Select the recording time: Sets the periods of time in recording.
Select the Begin time and the End time the time markers will display above. Please use
the up (increase) and down (decrease) arrows to adjust the setting.
Add the selected period schedule. You can also hold down the left mouse button to
drag a period.
Erase the selected period schedule. You can also use the right mouse button to
cancel the period.

(4) Select the recording mode.

(5) Press to show the scheduled recording list.

(6) Set the secondary schedule: Activate or inactivate the

other recording modes besides the primary schedule.

(7) Option buttons:

Undo: Undo the latest changes.

Clear: Clear all the schedule markers in the current

editing area. o

Save: Apply the changes.

Close: Close the window.

(5) Sequence Views

This function enables you to use four modes to set the sequence of displays you want for the
Sequence Mode of the Live Monitor.

|!':' Sequence Yiews Setting

Setting

Sequence List

| Name IP Address Group MNarme Dl Tirme

Save All
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The user has to modify the “Sequence Views Setting” to make it work. For example, if you

want to see the 4-window sequence, please follow the steps given below:

Step 1: Click the Sequence Views button to enter the Sequence Views setting page.

Step 2: Select the “4 SEQ views” and the EE] 4-windows will show in the Location Setting
area.

Step 3: Select one of the four channels (Location1-4), then click the “ Setting” button.

Step 4: The 4 SEQ View(s) page will show below. Choose the device(s) and set the Dwell

Time (3-30seconds) from the drop-down list, then press the “Confirm” button.

% A4 IR View(s) - Locatsan |

Preage choosa devices from the listfor sagquance displey image on Gpecity locaan.

Choose [ 1P Asdiess Gruup Mam Dveull Time

E MNetworkCam_11 | 1921660116 Croup_Network Ca. | Osecs ¥
1921880 748
192.168.0.004

192 168067

NitwarkCam_14
MetworkCam_24

Genig _Netenrk Ga Bancs

Oees @

1921680075
1921680176

Houp_Videa Servar

Step 5: Set the other channels as in step 3-4.

Step 6: Click “Save all” button, then press “Close” button to exit the setting page.

Step 7: Open the Live Monitor page, then click the (4 SEQ views) button to see the

4-window sequence.
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(6) Speed Dome

IP Address Group Nate £

3 19 116 b .
| | 192.168.0.245 | Metwork Came
NetworkCam 24 192.168.0.184 Groupl Netwotk Came
| MetworkCam 28 1192168 0.62 |Groupl Metwork Came L3
| MetworkCam 25 | 192 168 0248 |Groupl Metwork Came |
MetworkTamd5 192.168.0.20 Groupl Network Came v

1921680 116 - HetworkCam_ 11

[JiEnabling Speed Dome Controller of this channel can be operated in ths software |

MODEL: |PelcoD

ID: il vi
Protocol: (O RS232 () R5485 Configure
[ Have All ] [ Close ]
(] Tick mark to activate the Speed Dome Controller function of the selected channel. The

user can set the model, ID and the protocol here.

° Click “Configure” to enter to the RS485 setting page.

T Device Confizure
| R232 Setting | RS425 Setting |

Device: 192.168.0.116
Baud Rate:

Type:

Device ID: |1 V}

Update ] [ Close ]

(7) Authority Setup

* Anthority Setup

Authority setup: Change or add the user’s authority.
There are three different levels of authority, namely

Admin, Operator and Viewer.

Add New User
lu:-.m Pagswond J |
[Rathority ] [Admin B

' Barnr Usier |3 Cancel Edil | £ Delete |

)(ﬂnsll
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5. List of cameras and its groups:

The users can use the icons above the

list to change the groups’ names, the

devices' titles and the channels’ display

modes. - -t -
6. Display area: Click the title of the camera, L e = :
and you will see the live image in this 9 P e -
area.
7. Device Recording: Click the “Start Record” button to start the recording mode and click

the “Config Record” button to set the details of the recording below.

8. Status of the speed dome controller.
9. You can interchange between two buttons here: the “Device Panel” and “Web page”
buttons.

The web page (please refer to section 5.1 for more details):
v (M| R W OB

&2 P BB EVED 3 B e Drecs Pare B ot P
92:.-” il

| AT iy A

| image | roiwok | system | Appbeaton | socad | pevim

10.  Device information: The user can read a camera’s information, such as “Site name”,
“Group Name”, “IP Address”, “HTTP Port”, “Device type”, “Monitor Alarm Process” and
the “ Connect Mode”.

11.  Recording Scheduler: Shows the recording information of the selected channel.
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5.2.4.4 Lock

i

monitor will be minimized into the systray*of the Windows taskbar. To unlock the command,

Press the button to lock the operation of this software, and the IP Surveillance

=
please click the & & button once, then type in the correct password.

IF Surveillance is in use and has been locked. Only admin
can unlock it.

User: admin |

Password: | )

*: The Microsoft Windows systray is a portion of the Windows 95, Windows 98, Windows ME, Windows NT,
Windows 2000, and Windows XP Operating Systems that helps display running programs. The systray is
located on the taskbar and is commonly in the bottom right hand corner of the screen next to the time

display.

5.2.4.5 Logout

= v

Press the button to logout the IP Surveillance software and Bl Monier
the IP Surveillance monitor will be minimized into the systray of the Q| tack
Settings
Windows taskbar. e
Tools »
If you want to return to the IP Surveillance monitor, please click the X Eti
1|

=
L & button once, then select the page which you want to get into.

After typing in the correct user name and password, you can re-login
to the software.

5.2.4.6 Tray

q

Press the button to minimize the IP Surveillance monitor into the systray of the

Windows taskbar.

=
Click the = button once to go back to the IP Surveillance software.
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5.2.4.7 Exit Setting

[

which is minimized into the systray of the Windows taskbar.

Press the

button to exit the IP Surveillance monitor

&=
Click the = E button to select the functions on the list.

-

- |ﬂ__

Tool: 3

IMonitor
Playback
Settings

Lock
Logont

Exit

You can also change the password by clicking the “Tools” and “Change password” items on

the list. Enter the old password once and the new password twice, then press the “OK” button

to save it.

Change local admin's passwornd!

Old Password: H
New Password: |

Confirm Password: |

[ Ok ] [ Cancel ]
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5.2.4 The Image Viewer

The Video Server is equipped with a digital watermark. It's a checking software which
protects archived images and informs you whether the images have been modified or
not. Follow the instructions below to open an archived image from an SD card or an
HDD.

This is image integrity-protection software. It not only allows you to view an archived
image from the SD card or HDD of a computer, but also protects an archived image
from reproduction or interpolation. If an image isn’t in the original format made by a
Video Server, the Image Viewer will not display the image and instead will send a
warning message, " Not Correct Image ", right away. Close this message to enable
you to see the image now.

1. Pop up the START menu in your computer, and point to Programs / IP
surveillance to open up the program selection page. Click the Image Viewer tag
to start the Image Viewer program (see a sample screen below).

2. Click the RELOAD tag to load the images from a path.

3. Click the PRINT tag to get a displayed image printed out from a printer.

I.J Image Yiew E] [Z]
‘Q’EI @ % @ ?{ﬁ 1*- Mo thumbnails loaded

L,
oLear | FPrinT | pECETE |WE0TT

=T
£ 3Program Files No thumbyeils
EqnoBrand loaded
1P Surveillance vl
=
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6. ADVANCED OPERATION

Question 1:

/
i How to set up the motion detection area and its sensitivity? How to record into the SD

card for 30 seconds when the motion has been activated and use the Microsoft

' Internet Explorer to view the recorded files?
{Set up the motion detection
1. Click the Application button in the home page.
2. Click the Motion detection button on the left side of the page to enter the “Motion
Detection” page.
3. Click and drag the mouse left button across a targeted zone to draw a red rectangle on
the image. You can also draw the other targeted zones as you wish.
4. Please Enable the motion detection function.
5. Set up the sensitivity level from: Lowest, Low, Medium and High to Highest.

6. Click the Submit button to submit the setting.

ORecording the images into an SD card while the motion detection function is
working
1. Click the Application button in the home page.
2. Click the Enable button below the ALARM item on the left side of the page to enter the
“Alarm Application Enable Setting” page.
3. Tick on “Enable Alarm-Save Into SD Card” to activate it.
4. Click the Submit button to submit the setting.

NOTE: Please remember to insert the SD card into the built-in SD slot of the unit first.

{Set the recording time (the AVI duration) of the SD card
1. Click the Application button in the home page into the “SD Card Application Setting”
page.
2. Choose the AVI Duration from the drop-down list.
If you want to record the file into the SD card for 30 seconds, please choose 30 seconds.

3. Click the Submit button to submit the setting.
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OUse IE to view the recorded files

1.

2.
3.
4.

Click the SD Card button in the home page to enter the page containing the “FILELIST
of MEMORY CARD”.

Click the filename which you want to view.

It will ask you to enter the username and password.

If you didn’t set the other player before, the AVI file will be played by the Windows Media
Player.

Question 2:

How to use the DynDNS to connect the Video Server by using its Sub Hostname via

the intranet?

{>Set the DDNS function

1

. Click the Network button in the home page.
2. Click the DDNS button on the left side of the page to enter the “DDNS Setting” page.
3.
4

Tick on the “Enable DDNS Function” to activate it.

. Choose one of the DDNS Types from the drop-down list.

If you didn’t register for a DDNS before, please choose one of the DDNS Type then

press “Apply” button to its registering homepage and register as a member.

. Enter the DDNS Host Name, DDNS Account and DDNS Password which you created in

the www.dyndns.com website.

. Click the Submit button to submit the setting.

NOTE: Please refer to the APPENDIX 2 for more details.

{>Set the PPPoE function
1. Click the Network button in the home page.
2. Click the PPPoE button on the left side of the page to enter the “PPPoE Setting”
page.
3. Choose “ON” from the “PPPoE Mode” list to activate it.
4. Enter the Account and the Password which are provided from your ISP.
5. Click the Submit button to submit the setting.

NOTE: Please refer to section 5.1.8 for more details.
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OUse the Sub Hostname to view the Video Server
1. Click the URL block at the top of the PC screen.
2. Type in the DDNS Host Name of the Video Server into the URL block and press
the “Enter” button to enter the login page.
3. Enter the user name and fill in the password.

4. Click the “OK” button and enter the home page of the Video Server.

Question 3:

How to set the scheduled record on from, say, 6:00 PM to 7:00 PM with the recording

rate of 1F/8S and upload the recorded file to the FTP server?

{Set the scheduled recording time

1. Click the Application button in the home page.

2. Click the Schedule button on the left side of the page to enter the “Schedule” page.

3. Select one of the schedules and set the recording time period.

4. Tick the schedule on to activate it.
For example, if you want to set the schedule record on from 6:00 PM to 7:00 PM, please
choose “FROM 18:00 to 19:00” on the drop-down list. Then tick on the schedule which
you just set.

5. Click the Submit button to submit the setting.

{OUpload the recorded file via the FTP
1. Click the Application button in the home page.
2. Click the Enable button on the left side of the page to enter the “Record Application
Enable Setting” page.
3. Tick on “Enable Record - Upload Via ETP”.
4. Click the Submit button to submit the setting.

{Set the upload rate
1. Click the Application button.
2. Click the FTP button on the left side of the page to enter the “FTP Application Setting”
page.
3. Set the last item “Upload Rate” at the bottom of the page to the rate you want.

If you want to record at the rate of 1F/8S, please choose “1F/8S” in the drop-down list.
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Question 4:
[How to add or modify the users and their authorities of using the Video Server? ]

OEntering the setting page
1. Click the System button in the home page.
2. Click the Users button on the left side of the page to enter the “Users” page.

<OAdd anew user
1. Please enter the user name, the password, the confirmed password and choose the

authority.
There are three different levels of authorities, namely Admin, Operator and Viewer.
Admin: The user who accesses with the admin name and password has the full power to
even change the settings of the Video Server.
Operator: The suggested choice for normal use.
Viewer: The user who accesses with just the viewer name and password has only a limited
power to view.
2. Click the Submit button to submit the new user’s setting.
{OModify the user
1. Click the user name you want to modify on the User List.
2. Enter the password, the confirmed password and choose the authority.

3. Click the Submit button to submit the new setting.

ODelete a user

1. Click the user name you want to modify on the User List.

2. Click the Delete button.
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7. SPECIFICATIONS

Model No.

VE-3500

Video input x 1

1.0Vp-p, 75 ohms (BNC unbalanced)
AGC Range: 0.5 ~ 2.0Vpp
Chrominance: 0.286Vpp, +/- 2db
Color sub-carrier lock range: +/- 200H

Video output level

1.0Vpp +/-10%, 75 Q, composite, negative (BNC unbalanced)

Video output frequency

-3dB +/-1dB at 3.58 MHz

Video output burst level

286mv (NTSC), 300mv(PAL) +/- 10 %

Compression resolution

FULL D1: 720 x 480(NTSC), 720 x 576(PAL)
HALF D1: 720 x 240(NTSC), 720 x 288(PAL)
CIF: 352 x 240(NTSC), 352 x 288(PAL)

Video Fine Tune

Contrast, Brightness, Hue, Saturation

Display Refresh Rate:

60 fps (NTSC), 50 fps (PAL)

Image compression

M-JPEG / MPEG4 (dual mode)

Audio input x 1

4.7k ohms, 2.6Vp-p, RCA

Audio output:

1kQ, 2.6Vp-p, 100~2k Hz, RCA

Network Audio Stream

Available

Audio compression:

8 kHz sampling, p-law

MJPEG Performance:

Up to 30(25) FPS

MJPEG Picture size:

4~64 KB

MJPEG Watermark:

Digital Signature

MPEG4 Quality

5 Levels and Customized bit-rate (from 64 Kbps to 8 Mbps)

MPEG4 Frame rate

30(25)/ 24/ 15/ 10/ 5 FPS

Network interface:

Ethernet (RJ-45, 10/100M) and MDIX supported

Network protocol:

TCP/IP, DHCP, HTTP, FTP, SMTP, SNTP, DDNS, UPnP, PPPoE

IP Filter 7 policies to deny or allow

Remote Access software: Microsoft Internet Explorer or Client software
Network throughout: 2.0 M Byte/Sec

Web server access: 8 simultaneous users

Serial port: RS-485

USB: USB Slave 1.1

USB Download rate: < 1MBytes

Alarm In/Out 1 Alarm input /1 Alarm output

Alarm Notice: GPIO output and SD, FTP, SMTP recording

Software Upgrade:

SD Card, USB, HTTP or FTP

Motion Detection

96 independent blocks with 5 levels sensitivities

Security

10 users with 3 level authorities

Time Stamp

Date/ Time/ Location

Power supply :

DC 12V, 200mA

Operation temperature:

0°C to 50°C (32°F to 122°F)

Operations humidity:

30% to 80 %

Regulation

CE, FCC, RoHS
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8. Functions of client PC

System requirement Windows 2000, XP or above

Browser IE 6.x

Live Monitor Max. 16 Split , Real Time REC/ Capture/ Audio/ Live Event/ Full Screen
Playback Viewer Playback, Time / live event Search / Export (JPEG / AVI)

Settings Device/ System/ Camera management/ web page
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APPENDIX 1. —Register as a DDNS member

The DDNS (dynamic domain name system ) is a function which is provided by an American
company. Please refer to www.dyndns.com. This chapter provides the user with the basic

instructions on how to register a free DDNS service.

Registering for a DDNS
Enter the URL www.dyndns.com. In the upper right-hand corner of the main page, where

there is an item, "Create Account”, as shown in Figure 1.
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Figure 1
Create an account
After clicking "Create Account”, you will enter the Create Account page. Please complete
the form at the bottom of the page to create your account. You will receive an e-mail
containing instructions to activate your account. If you do not follow the directions within 48

hours, you will need to recreate your account.

Set up the DDNS
After creating the account successfully, please enter your user name and password in the
upper right-hand corner of the main page to login, as shown in Figure 2.

After you login successfully, a text will appear saying “My Services”, as shown in Figure 3.
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Figure 3
Click “My Services” to enter the service page. Please click the “Add Host Service” item
which is below the "My Hosts" item, as shown in Figure 4.

Click “Add Host Service”, and its service items will appear. The Add Dynamic DNS Host

item helps to add a new DDNS. Each member may have only one free account, and one
free account can have only five DDNS.

Click Add Dynamic DNS Host to enter the DDNS setting page as shown in Figure 5.
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All we have to set in this page is the “Hostname” item. The user can choose a Sub

Hostname as s/he likes from the right-hand side of the Hostname’s drop-down list.

NOTE: You don’t have to set the “IP Address” in the same format as the device’s IP
Address. It will renew the IP Address automatically.

After finishing the setting, please press the “Create Host” button as shown in Figure 5.
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APPENDIX 2. -FAQ

1. Can the SD card be removed during recording?

A : No, it cannot be removed until the recording comes to a single point. The POWER LED
flashing light signals the SD card is operating. The green light indicates the unit is activating. The
red light warns the SD card cannot be removed. If the SD card is withdrawn in this mode, the

card will break.

2. I've set the function of “Motion Detection” but it doesn’t seem to work.

A : Check if “Motion range” and “Sensitivity” have been set before activating the function.

3. My AVI files recorded in the SD card cannot be displayed. What can | do to display the files?
A : Please visit “http://www.morgan-multimedia.com/” to download “Morgan M-JPEG codec” and

install it, and then check the selection of the “IJP Core”.

4. How to turn on/off the OSD (on screen display) on/off on the Video Server?
A @ Visit the homepage - tailpage.htm of the device, and select "ON" or "OFF" in the OSD column.
Example: suppose the IP address of the device is 192.168.1.168

Type in http://192.168.1.168/tailpage.htm ( a registration is needed) and select "ON" or "OFF" in

the OSD column.

WARNING: Please write down the IP address of the device before you turn off the OSD.

RMN020003B_v1.5
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